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HP ISEE Documentation

HP ISEE documentation includes the following:
Client Installation Guide (part number 5991-0761)

This installation and configuration guide, used by a customer or
customer’s HP support engineer, provides instructions for acquiring
the HP ISEE software from the HP software distribution portal. It is
used for installing and configuring the software for the Monitored
Clients. This guide is available at:

http://ww. hp.conl | earn/i see.

SPOP User Guide (part number 5991-0762)

This SPOP guide, used by a customer or customer’s HP support
engineer, provides instructions for using the Enterprise Service
Console on the SPOP. This guide is available at:

http://ww. hp.conl | earn/i see.

HP Instant Support Enterprise Edition Remote Connectivity Implementation Guide (part
number 5990-7254)

The HP Instant Support Enterprise Edition Remote Connectivity
Implementation Guide is used by HP Support Engineers to deploy and
configure the Cisco Remote Connectivity solution, including the
Customer Access System, at the customer's site. It is also used by
customers to control access in their networks. This guide will be
available upon product release at:

http://ww. hp. conl | earn/i see.
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Using this Guide

Using this Guide

This document covers SPOP processes such as monitoring the Enterprise, managing
scheduled collections, and using the Software Management Application. These features
are addressed in the subsequent chapters. Please read the following to better
understand how this guide is structured.

< Chapter 1, “Understanding ISEE and the SPOP,” on page 9, introduces ISEE
Support, the Advanced Configuration, and the Support Point of Presence (SPOP).

= Chapter 2, “Understanding the Enterprise Service Console Utilities,” on page 15,
provides context for the Enterprise Service Console features. It explains the
Enterprise Service Console (ESC) utilities and use models and references
corresponding tasks in Chapter 3. This chapter enables learning about the
Enterprise Service Console.

< Chapter 3, “Using the Enterprise Service Console,” on page 25, details Enterprise
Service Console (ESC) tasks. This chapter provides directions for completing routine
tasks in the ESC based on the context in Chapter 2. This chapter enables usage of
the Enterprise Service Console.

« Chapter 4, “Using Software Management,” on page 69, covers the Software
Management application. Software Management updates Symantec Antivirus
definitions and select HP software on the SPOP. This chapter explains how the
Software Management applications works and outlines the processes necessary to
acknowledge and accept software updates.

10 Chapter 1
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Understanding ISEE and the SPOP
Understanding ISEE

Understanding ISEE

HP Instant Support Enterprise Edition (ISEE) integrates proven, secure, remote
solutions for IT environments covered by support agreements. HP ISEE is available in
Standard and Advanced configurations. In both configurations supported devices are
monitored with HP ISEE Client software. The client software is also installed by default
on the SPOP so that it can be monitored for hardware events and failure.

The ISEE Standard Configuration provides remote monitoring and data collection. In
the Standard Configuration Monitored Clients report directly to the HP Support Center.
The Standard Configuration does not include an SPOP.

The ISEE Advanced Configuration provides remote monitoring and data collection,
centralized enterprise incident viewing, and remote support. In the Advanced
Configuration Monitored Clients report events and system collections to a Support Point
of Presence (SPOP), and the SPOP reports to the HP Support Center. The SPOP enables
the customer to manage enterprise information from a central location.

The Advanced Configuration also includes remote connectivity through a VPN router for
trouble shooting customer enterprises. For more information on ISEE Remote
Connectivity features and capabilities see the HP Instant Support Enterprise Edition
Remote Connectivity Implementation Guide.

Figure 1-1 provides an overview of the Advanced Configuration, including the flow of
data across firewalls.
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Understanding Scheduled Collections

Scheduling configuration collections enables HP to provide more robust troubleshooting
and support. Scheduled collections provide data that your HP support engineer can
access to run Contract Compare assessments for you. Contract Compare Assessments
are done inside of HP and ensure that HP customers receive the support levels they have
purchased. Additionally, Contract Compare assessments offer an organized and accurate

Chapter 1
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overview of customer contracts and simplifies the contract management process. For the
ISEE A.03.90 release, scheduled collections are supported on HP-UX, Linux, and
Windows operating systems.

After completing the initial ISEE configuration for your Advanced Configuration ISEE
client as described in the Instant Support Enterprise Edition Client Installation and
Upgrade Guide, you can schedule system configuration collections by completing “Using
the Scheduler” on page 42.

NOTE The first scheduled collection must run before a Contract Compare assessment can be
run. If your scheduled collection runs on a Monday at 10:00 PM, for instance, the
assessment cannot be run until the first collection is complete.

12 Chapter 1
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Understanding the SPOP

The ISEE SPOP provides the following features:

« Centralized management of the enterprise through a consolidated view of HP ISEE
incidents, control over device, contact, and scheduled collection information, and
notification of the status of Monitored Clients from the Enterprise Service Console.

< Remote software management for efficient distribution of ISEE software and
antivirus definition updates.

= Select Mission Critical features such as Network Support and Storage services for
customers, based on the their support agreements.

These Mission Critical features are implemented and supported by your HP Support
Engineers.

Due to the complexity of software licensing, the SPOP is HP-owned. However, the SPOP
is deployed to the customer site and enables centralized management of ISEE support.
The HP ISEE SPOP is installed and, when necessary, upgraded by your HP Support
Engineer. You can add ISEE Monitored Clients at any time, but the deployment of the
SPOP is coordinated by HP.

The SPOP functions as an ISEE Monitored Client and can function as a central client to
handle submission of incidents from other ISEE Monitored Clients. To better understand
the functionality and use models of ISEE Monitored Clients, please reference the Instant
Support Enterprise Edition Client Installation and Configuration Guide.

For a complete list of ISEE-supported operating systems and hardware devices, please
view the ISEE supported products web page at:

htt p: // www. hp. coni hps/ har dwar e/ hw_pr oducts. ht mi .

Chapter 1
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Understanding the Enterprise Service Console

Figure 2-1

Understanding the Enterprise Service Console

The Enterprise Service Console (ESC) is a Web-based user interface on the Support
Point of Presence (SPOP). The ESC enables centralized enterprise management,
scheduled collections, and Device Unreachable Notification. The ESC is used to manage
your Enterprise information and preferences.

ISEE Enterprise Service Console requires Microsoft Internet Explorer 5.0+. If a
customer-provided system connects to the SPOP using Terminal Services, the
customer-provided system must run Windows 2000 or greater, or the customer must
obtain a Terminal Services Client license for that machine. HP does not provide
Terminal Services licenses to customers.

The Enterprise Service Console includes the following utilities:

< Enterprise View
* Scheduler

= Servers & Status
= HP Tools

Each of these utilities enables functional control over an ISEE component. Reference the
following sections to better understand why and when to use each feature of the
Enterprise Service Console. Each section in this chapter has a corresponding usage
section in Chapter 3 that details the steps required for the specified tasks.

The Enterprise Service Console

> home | » scheduler | » enterprise view | servers & status | »hplools | » hp admin » help
» contact hp

home:

[B enterprise service console

invent

other tasks enterprise view related content

» hewleti-packard The Enterprise View enables the Motive Administrators o manage contact, device, device group, and incident information

contact information
e View Al Devices
¢ Wiew All Device Groups
o Yiew All Open Incidents
e View Al Closed Incidents
& Wiew All Users

N YT

The Scheduler provides Motive Administrators with the Server & Status enables you to monitor server status,
ahbility to gather information from a group of devices through including configuring parser files, configuring incident routing
the uge of schedules. and managing server properties.

Each schedule associates a map and a device group with
parameters that define when and how often the schedule
should run.

I
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Understanding the Enterprise View Features

The Enterprise View enables centralized management of incident information, contacts,
users, devices, and device groups. The following subsections correspond to tasks outlined
in Chapter 3 under the section “Using the Enterprise View” on page 27. Read the “When”
explanations to understand the circumstances for completing the task. Then, complete
the steps referenced in the corresponding “How” section for the specified task.

Understanding Incident Management

All incidents submitted by your ISEE Monitored Clients are managed by the SPOP. With
the Enterprise View, you can view open incidents to determine whether or not the
incident was actionable, who was assigned to work on an incident, and what device
submitted incidents.

When viewing incidents, you can sort by any of the following attributes:

e incident |D(the numerical identifier of each incident)

« wfm | D (the identifier assigned to an incident when the ISEE Support center has
deemed it actionable)

= opened (the date the incident was logged by the SPOP database)

e devi ce nane (the name of the ISEE Monitored Client that submitted the incident
from inside of your enterprise)

« st at us (either open or closed)
= gueue (the type of operating system running on the Monitored Client)
< probl em ar ea (the type of data addressed by the incident; similar to description)

e descri pti on (the type of incident that was submitted)

Understanding when to View Open Incidents

When: The following are examples in which you would review open incidents:

= To verify that new installation and entitlement incidents were received after
installing your ISEE Monitored Clients. To do this, you can sort by devi ce nane to
group incidents submitted from the newly installed ISEE Monitored Client, or you
can sort by descri pti on to group a particular type of incident, such as entitlement
incidents.

< To review all open incidents submitted from a specific Monitored Client. To do this,
you can sort by devi ce nane to group incidents submitted by a specific device. Then
you can compare the volume and frequency of incident submissions from a particular
Monitored Client.

< To review incidents submitted from a specific operating system type. To do this you
can sort by queue and compare the volume and frequency of incidents from a specific
operating system type in your enterprise.

= To monitor incident volume in general. To do this you can simply review the quantity
of incidents in the Enterprise View.

How: To view open incidents reference “Viewing Open Incidents in the Enterprise View”
on page 28.
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Understanding when to View Closed Incidents Closed incidents are purged from
the SPOP database after 180 days.

When: You would view closed incidents if you have a recurring problem with a specific
ISEE Monitored Client and want to view the incident history of that client. You can do
this by sorting by devi ce name to group incidents submitted by an individual
Monitored Client.

How: To view closed incidents reference “Viewing Closed Incidents in the Enterprise
View” on page 29.

Understanding Contact and User Management

This feature enables you to create individual device contacts for your professionals
dedicated to the support of a specific ISEE Monitored Client. Creating device contacts
enables HP to inform your designated contact(s) of incident status for specific ISEE
monitored devices. Contacts are associated with devices, so when following up on
incidents associated with a device, you can identify the contact(s) responsible for that
device.

There are two types of SPOP users:

1. A cont act is a customer representative designated to be contacted by HP in case of
a problem with a specific ISEE Monitored Client.

2. A user isacont act who also has an SPOP administrative account.

User roles are a collection of privileges associated with an HP ISEE account. Privileges
represent an HP ISEE operation. Privileges define what support Analysts and engineers
can view and access.

The following roles are available when creating a contact:

Table 2-1 SPOP Account Roles
Role Privileges
Qper at or Allows Server Management from the Enterprise
Service Console.
Admi ni strat or Allows User Management from the Enterprise
Service Console.
Support Manager Provides unlimited support privileges.
Seni or Support Anal yst Provides broad support privileges.
Support Anal yst Allows limited support privileges.
To create an administrative account, select the Admi ni strator, Support Manager,
and Oper at or roles.
When: You manage contacts and users in the Enterprise View to reflect a change of
employment in your company. For example, if an employee leaves or is terminated,
his/her account is deleted. Likewise, if a new employee is hired, an account is created. If
an employee assumes additional responsibilities or changes his/her hours of availability,
his/her account can be updated to reflect those changes. Passwords are also managed
with this functionality.
18 Chapter 2
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How: To Manage Contacts reference “Managing Contacts and Users in the Enterprise
View” on page 30.

Understanding Company Contact Information Management

Your Company Contact information is unlikely to change. However, the SPOP enables
updates as necessary. This information is associated with incidents submitted by the
SPOP.

When: You would manage your company contacts information in the Enterprise View to
reflect a change of your primary company contact. Additionally, if you experience a
corporate name change, change in location, or change of phone number, that information
is updated in your company contacts.

How: To Manage Company Contact information reference “Managing Company Contact
Information in the Enterprise View” on page 33.

If you need to change the default contact for e-mail notification, please reference
“Changing E-mail Notification for Failed Client Polling” on page 51.

Understanding Password Management

All ISEE SPOPs are issued the same default administrative password for the Enterprise
Service Console. For your own security, it is strongly advised that you customize your
password.

The characteristics of a secure password include seven or more characters comprised of

alpha and numeric characters, upper and lower case characters, and special characters

(non alphanumeric, such as punctuation marks) and should not include dictionary words
or simple combinations of such words.

When: Your HP Support Engineer requests a new password from you before the SPOP is
installed. However, if you choose to change the password yourself, or if you choose to
change it again later, you can do so in the Enterprise Service Console.

How: To Manage Company Contact information reference “Managing Company Contact
Information in the Enterprise View” on page 33.

Understanding Device Management

The Enterprise View enables you to edit device details, assign contacts, and add device
notes for your ISEE Monitored Clients. These features provide more context and
improved support of incidents submitted from your Monitored clients.

When: The following are examples in which you would manage devices:

< Toadd or remove a contact for a specific Monitored Client. For example, if a different
employee is now responsible for a Monitored Client, you can change the contact for
that client.

< To modify or correct the details associated with a Monitored Client. For example, if
you relocate a Monitored Client, you can modify the location information in the
device details. This provides more accurate details about incidents submitted from
that device.

= To add or edit device notes that are associated with incidents submitted by a specific
Monitored Client. This feature enables you to enter relevant information through a
free text field.

Chapter 2
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How: To Manage Device information reference “Managing Devices in the Enterprise
View” on page 36.

Understanding Device Group Management

Device Groups are required to configure Scheduled Collections. You must create device
groups before you can schedule configuration collections for your ISEE Monitored
Clients. Whenever you add a new ISEE Monitored Client, you must add it to a Device
Group to enable scheduled collections for the new device. The same ISEE Monitored
Client can be added to multiple device groups.

When: The following are examples in which you would manage Device Groups:

To add a Monitored Client to a device group. For example, if you install a new ISEE
Monitored client, you can add it to a device group to enable scheduled collections. To
do this you would edit an existing device group and choose the new Monitored Client
from the list of available devices and add it to the selected device group.

To add or remove a Monitored Client from a device group. For example, if you want
to stop scheduled collections on a specific monitored client, you would remove it from
its device group. To do this you would edit and existing device group and remove the
specific Monitored Client from that device group.

To create or edit a device group to address specific needs in your enterprise. To do
this you would add a new group or edit an existing group and customize your options
as you create/edit the group.

To delete a device group that you no longer want or need.

How: To Manage Device Groups reference “Managing Device Groups in the Enterprise
View” on page 40.

20
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Understanding the Scheduler

The Scheduler utility in the Enterprise Service Console enables scheduled collections of
configuration information from your Enterprise. Scheduling configuration collections
enables HP to provide more robust troubleshooting and support practices. Scheduled
collections are supported on HP-UX, Linux, and Windows operating systems. By default
system collections are not enabled during the installation of ISEE Monitored Clients.

The schedul er in the Enterprise Service Console gathers information from a
preselected group of devices. Each schedule associates a MAP and a device group with
parameters that define when and how often the schedule will run. Only one MAP can be
assigned to each scheduled collection. Scheduled collections are sent to the HP Support
Center for faster troubleshooting.

Device Groups must be created before collections can be scheduled; for more information
about device groups see “Understanding Device Group Management” on page 20. When
scheduling a collection, verify that the MAP selected corresponds appropriately with the
attributes of the Device Group. For example, you could not run a Windows
Comprehensive System Information MAP against a device group comprised of HP-UX
systems.

HP recommends scheduling your configuration collections at a time that will not conflict
with peak system usage, regularly scheduled business processes, or other scheduled
maintenance tasks.

The following scheduled collections are currently available. New MAPs are occasionally
available. For more information about how new MAPs/Content are deployed, see
“Understanding Content Version Management” on page 24. For more information about
a specific MAP, please use the online MAP Browser at:

http://isee. <regi on>. hp. conli see/ MapScri pt sBrowser/i ndex. ht m

Regions include: eur ope, anericas, and asi apac

The scheduled collections may require 15 minutes or more to complete on each scheduled
system.

« Additional HP-UX Comprehensive Information MAP: This is an HP-UX
comprehensive MAP. It runs five HP-UX diagnostic MAPs.

e Comprehensive HP-UX System Information MAP: This is an HP-UX comprehensive
MAP. It runs eight HP-UX diagnostic MAPs (for example: Gener al Syst enl nf 0).

e Linux Comprehensive System Information MAP: This is a comprehensive MAP. It
runs eight Linux diagnostic MAPs (or exanpl e: Li nuxHar dwar el nf or nmat i on,
Li nuxCGener al Syst eni nf 0).

« Solaris Comprehensive System Information MAP: This is a comprehensive MAP. It
runs eight Solaris diagnostic MAPs.

< Windows Comprehensive System Information MAP: This is a comprehensive MAP.
It runs eight Windows diagnostic MAPs (W ndowsCGener al Syst eni nf o, etc.).

= WinGetConfig Comprehensive System Information MAP: This is a comprehensive
MAP. It collects diagnostic information on the Windows client. Requires Get Confi g
installation on client.

Chapter 2
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Understanding when to Schedule Collections

When: You would create a new collection schedule for a new device group or to run
multiple scheduled collections on the same device group. You would also change a
collection schedule if your business requirements dictate running the collections during
a different time or interval.

How: To Schedule Collections reference “Scheduling Collections in the Enterprise
Service Console” on page 43.
Understanding when to View Scheduler Results

When: You would view scheduler results when you want to compare collection
information gathered at different time periods an/or from different devices. You an use
this information to compare and view system configuration information and to see what
type of information is being collected from your systems.

Scheduled system collection data is purged from the SPOP database after 180 days.

How: To view scheduler results reference “Viewing Scheduler Results” on page 47.

Understanding when to Alter a Schedule

When: You would change suspend a schedule for maintenance on a system and resume
the schedule when the maintenance tasks are complete. You would delete a schedule
when it is superseded by another schedule or no longer needed.

How: To alter a schedule reference “Altering a Scheduled Collection” on page 49.

22
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Understanding the Servers and Status Utility

The Servers and Status option in the Enterprise Service Console enables you to
configure notifications for Client Polling failures and to customize your SMTP server.
Client Polling occurs between the SPOP and your ISEE Monitored Clients. If one or
more of your Monitored Clients fails to communicate with the SPOP during the polling
interval, the SPOP will generate a notification and send it to the person(s) designated to
be notified of polling failures.

Understanding when to Change E-mail Notification for Client Polling Failure

While it would be rare for you to need to change the notification for polling failures, this
situation would arise due to staff changes. You would change notifications to be sent to
the person responsible to act if clients fail to communicate regularly with the SPOP.

To change E-mail notifications see “Changing E-mail Notification for Failed Client
Polling” on page 51.

Understanding when to Change your SMTP Mail Server

Changes to your SMTP mail server would facilitate the need to change the listing in the
Enterprise Service Console. The correct SMTP information allows notifications
regarding requests to run MAPSs, status of closed incidents, and if the client polling fails.

To change E-mail notifications see “Changing your SMTP Mail Server” on page 53. To
disable all notifications through the SMTP server see “Disabling Notifications to Your
SMTP Mail Server” on page 55.

Chapter 2
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Understanding HP Tools

HP Tools enable content version management and Unreachable Device Notification.

Understanding Content Version Management

Periodically, new HP ISEE software content is developed and released by HP. This
content is published to an HP repository. Your ISEE SPOP polls this repository for
updates. There are three supported web targets on the SPOP to store and manage this
content. These web targets are the source of MAPs used by scheduled collections.

Default: This web target always contains the latest available MAPs on the SPOP.
Reactive MAP executions requested by HP support engineers use this default repository.

SDC_test: The customer uses this web target to verify the content bundle on test
systems before allowing MAPS to be run on production servers. Customers promote
content bundles to this web target.

SDC_production: This web target is used for scheduled data collections on production
servers. Customers promote content bundles to this repository if they have validated the
bundle and trust its content.

When new content becomes available, you will be notified. To manage content on the
SPOP check the Cont ent Versi on Managenent feature of the Enterprise Service
Console see “Using HP Tools: Managing Content Versions” on page 57.

Understanding Unreachable Device Notification

Unreachable Device Notification performs reachability monitoring of HP customers’
devices in the ISEE Advanced Configuration and provides notifications of unreachable
systems to HP Support Center and appropriate personnel at the customer site.

To change E-mail notifications see “Using HP Tools: Unreachable Device Notification”
on page 60.
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Using the Enterprise Service Console

If you are unfamiliar with the Enterprise Service Console, please see “Understanding
the Enterprise Service Console” on page 16.

1. Choose the appropriate method, based on your Enterprise configuration, to access
the Enterprise Service Console.

= If you are working directly on the SPOP system, start the Enterprise Service
Console by double clicking the Enterprise Service Console Icon on the SPOP
desktop.

= If you are accessing the SPOP remotely, access the Enterprise Service Console
through Microsoft Internet Explorer 5.0+ at the following URL:

htt ps: // <spop_host name>: 8080/ consol e/
Where <spop_host name> is the fully qualified name of the SPOP.

Figure 3-1 Starting the Enterprise Service Console

» home | > scheduler | » enierprise view | » servers & stafus | »hplools | » hp admin » help
» contact hp

haome

[B enterprise service console

invent

other tasks enterprise view related content

» hewlettpackard The Enterprise Yiew enables the Motive Administrators to manage contact, device, device group, and incident inforrnation.

contact information
Wiew All Devices
“Wiew All Device Groups

.
.

e View All Open Incidents
¢ Yiew All Closed Incidents
.

Wiew All Users

The Scheduler provides Motive Administrators with the Server & Status enables you to monitor server status,
ability to gather information from a group of devices through including configuring parser files, configuring incident routing
the use of schedules. and managing server properties.

Each schedule associates a map and a device group with
parameters that define when and how often the schedule
should run [%

2. Enter your user name and password.

NOTE For directions on changing your password see “Changing the Default Administrator
Password in the Enterprise View” on page 34.

If you forgot your password, contact your HP Support Representative for assistance.
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Figure 3-2

Using the Enterprise Service Console
Using the Enterprise View

Using the Enterprise View

If you are unfamiliar with the Enterprise View, please see “Understanding the
Enterprise View Features” on page 17
To access the Enterprise View:

1. Select ent er pri se vi ewin the horizontal blue navigation bar at the top of the
Enterprise Service Console page (see Figure 3-2).

Enterprise View

» home | » scheduler | » enterprise view | > servers & status | »hplools | > hp admin » help

@ contact hp

home | enterprise view

ﬂﬂ] enterprise view

enterprise view . .
p There are devices pending approval

» hewlett-packard

contact information
» review company details
» view all devices The Enterprise Yiew enables Support Engineers and Administrators to manage and view contacts,
» view all device groups mative users, devices, device groups, and incident infarmation. Please make a selection from the left
» view open incidents to begin.

» view closed incidents
» view all users

privacy staternent using this site means you accept its terms feedback to webmaster
@ motive smart 2 2003 Hewlett-Packard Company, @ 2003 Motive Communications.
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Viewing Open Incidents in the Enterprise View

If you are unfamiliar with the incident management, please see “Understanding
Incident Management” on page 17.

To view open incidents reported by your ISEE monitored systems:
1. Select ent er pri se vi ewin the horizontal blue navigation bar.
2. Select vi ew open i nci dent s from the left navigation list, (see Figure 3-2).
3. Click the appropriate incident under the i nci dent _i d heading to access a specific

incident (see Figure 3-3).

Figure 3-3 View Open Incidents

» home | » scheduler | > enterprise view | » servers & stafus | »hplools | »hp admin 2 help
# contact hp

home | erterprise view | viewy open incidents

(JF] view open incidents

enterprise view incident id wifm id opened device name status gueue problem area description
+ hewlett-packard Incident 41 130 2004, 9:00 example open  WinZ000 Mew_Installation Mewe_[nstallation
contact information Incident 42 130 2004, 12:36 example open  WinZ000 Mew_Installation Mewe_[nstallation
» review company details Incident 43 130 2004, 12:36 example open  WinZ000 Entitlement_Check Entitlement_Check
» wiew all devices Incident 44 130 2004, 12:36 example open  WinZ000 TEST incident cpgHo2GenericTrap

» view all device groups
» views open incidents

» view closed incidents
»view all users

The revi ew t hi s inci dent screen (Figure 3-4) displays incident status.

Figure 3-4 Review This Incident

3> home | 2 scheduler | » enterprise view | :» servers & status | » hpioels | »» hp admin » help

» contact hp

=

ome | enterprise viewy | viewy all incidents | review this incident

[ﬂ review this incident

enterprise view incident details
d 44
» hewlett-packard laxtemal ke
contact information 4 .
» teview company details problem ares TEST incident
» view all devices description cpgHo2GenericTrap
» view all device groups opened 1236 (MST)
» yiew open incidents status open

» view closed incidents

» viewr all users messages needing attention

type sent date sender

Or, view all messages

device and contact details

device name example

ip address 15.6.37.93

endpoint Example;37a2bBch401a7 ef5000ech40
contact examplecantact

analyst details

analyst name HF Guest

ermail example email

telemetry details
collection date map results attachments
12320 2004, 12:36 583464684 5@ Example/Dmotive. mf s2gc. 7 txt
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Viewing Closed Incidents in the Enterprise View

If you are unfamiliar with the incident management, please see “Understanding
Incident Management” on page 17.

To view closed incidents reported by your ISEE monitored systems:
1. Select ent er pri se vi ewin the horizontal blue navigation bar.
2. Select vi ew cl osed i nci dent s from the left navigation list (see Figure 3-5).

3. Click the incident number under the i nci dent _i d heading to access a specific
incident (see Figure 3-5).

Figure 3-5  View Closed Incidents
> home | » scheduler | » enterprise view | > servers & status | »hplools | » hp admin > help
» contact hp
home | erterprise view | view closed inciderts
(F] view closed incidents
invent
enterprise view incident id wfm id closed device name status yueue problem area description
+ hewlettpackard Incidernt 24 130 2004, 9:00 example cloged confirmed Win2000 ISEE_Connectivity  1SEE_Connectivity
contact i‘:lformatiun Incidernt 23 130 2004, 9:00 exarmple closed confirmed Win2000 Entitlernent_Check Entitlernent_Check
» review company details Incident 35 1302004, 12:14 example closed confirmed Win2000 |ISEE_Connectivity |ISEE_Connectivity
5 view all devices Incident 29 1302004, 12:18 example cloged confirmed Win2000 Entitlernent_Check  Entitlernent_Check
» view all device groups
» vigw open incidents
» views closed incidents
» view all users
privacy staternent using this site means you accept its terms feedback to webmaster
The revi ew this incident screen (Figure 3-6) displays closed incident status.
Figure 3-6 Review This Incident
»home | » scheduler | » enterprise view | » servers & stafus | »hpieols | > hp admin 2 help
» contact hp
home | enterprise viewy | viev all incidents | review this incident
(ﬂ review this incident
invent
enterprise wiew incident details
d 29
» hewlett-packard ‘
h " external key
contact information
» review company details problem area Entitlernent_Check
+» view all devices description Entitlernent_Check
» view all device groups | opened 8:59 (M3T)
» view open incidents status closed confirmed
» view closed incidents
» view all uzers messages heeding attention
type sent date sender
Or, view all messages.
device and contact details
device name example
ip address 15.6.37.53
endpoint Example;37a2bBc5401a7 efb000ec540
contact examplecontact
analyst details
analyst name HF Guest
email example email
telemetry details
collection date map results attachments
130 2004, 8:59 |ISEE_Entitlerent_Check linksFile. htrml
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Figure 3-7

Figure 3-8

Managing Contacts and Users in the Enterprise View

If you are unfamiliar with contact and user management, please see “Understanding
Contact and User Management” on page 18.

To manage a device contact:

1. From the enterprise view, select vi ew al |

2. Click Add

user s from the left navigation list.

New User (see Figure 3-7).

View All Users

» scheduler

> home

# contact hp

QO

enterprise view

» hewlett-packard
contact information

» review cormpany details

» views all devices

» view all device groups

» vigw open incidents

» views closed incidents

» view all users

» enterprise view

» servers & status | »hplools | » hp admin 2 help

home | erterprise view | viewy all users

view all users

Add Mew User

name

login name phone number actions

email

examplel example@hp com (555)555-5551
@ exarmpla? example @hp com  admin (555)555-5552

example3d example @hp.com (555)555-5553

exampled example@hp com (555)555-5554

Add hew User

rvacy statement

@ motive smart

using this site means you accept its terms feedback to webmaster

@ 2003 Hewelett-Packard Company, @ 2003 Motive Communications

3. Enter your contact information (see Figure 3-8).

Enter Contact Information

» scheduler

> home

» contact hp

A

enterprise view

» hewlett-packard
contact information

» review cormpany details

» views all devices

» view all device groups

» vigw open incidents

» views closed incidents

» view all users

» enterprise view

> servers & status | »hplools | » hp admin > help

R

home | erterprise view | viesy all users | enter contact information

enter contact information

* Indicates Required Fields
*full name

title

phone

pager

*ernail

example: namegexample.com

cell phone I
wark hours I

global contact ™ This contact should be notified abaut issues related to any of this company's devices

rvacy statement

@ motive smart

using this site means you accept its terms feedback to webrmaster

@ 2003 Hewlett-Packard Compary, & 2003 Mative Communications.

4. Click [ next].
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5. Enter an account nane and password for the new user, confi r m the password
(see Figure 3-9).

Figure 3-9 Enter Password Information

» home | > scheduler | : enterprise view = > servers & status | »hplools | 3 hp odmin 3 help
» contact hp

home | enterprize viewy | view all users | enter sccourt informstion

[In enter account information

invent

enterprise view * Indicates Required Fields

“user provider  [potive 'I

» hewlett-packard -
account name I

contact information
o review company details  sozaward I
» view all users
» view all devices “confirm I
» view all device groups

il cidan

6. Click [ next] .

7. Select the account roles for this account (see Figure 3-10).

Figure 3-10 Select User Account Roles

select account roles

k role description
[~ Device Contact Perfarms server-side map and closeout approval
[~ AnswerWWeb Section Editor  Limited authority to manage answers in some AnswerVWeb audiences
[~ Guest Limited guest access to the system
[~ AnswerWWeb Editor Manager Full authority to manage answers in Answereh
[~ AnswerWWeb Editor Limited authority to manage answers in all AnswerWWeb audiences
[~ Operator Server Management FROM the Management Console
I~ Administrator User Management FROM the Management Console
[~ Support Manager Unlirited support privileges
[~ Senior Support Analyst Broad support privileges
[~ Support Analyst Limited support privileges

Check All | Clear All

[ next>> J finish» J cancel» |
8. Click [ next] .
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9. Select the queues you want associated with this account (see Figure 3-11).

Figure 3-11 Select User Queues

select account queues

queue description

[~ Motive Motive Queue

[~ Solaris Solaris Problems

[~ Linux Linux Problems

Al Al Problems

- HP-UX HP-Ux Problems

- Winhle Windows Millennium Problems
- WinxP WinxP Problems

- Win2000 YWindows 2000 Problems

= WinNT Windows NT Problems

- Win2g YWindows 98 Problems

- Win25 Windows 95 Problems

[~ Default Default Queue %

Check All | Clear All

[ next>» I finish» J cancel
10. Click [ next].
11. Select the analyst details for this account (see Figure 3-12).

Figure 3-12 Select Analyst Details

enter analyst details

available =

notify by e-mail when
™ anincident is assigned
[ an incident is withdrawn
" a message arrives

studio audience |Defau|t Audience =

12. Click [ fi ni sh] .
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Managing Company Contact Information in the Enterprise View

If you are unfamiliar with company contact management, please see “Understanding

Company Contact Information Management” on page 19.

Change the company information for all ISEE Monitored Clients by completing the

following steps:

1. In the Enterprise View, select review company details.

2. Click edi t on the conpany det ai | s header (see Figure 3-13).

Review Company Details
3 home | 3 scheduler | 3> enterprise view |  servers & status | »hplools | » hp admin
» contact hp

home | enterprise viewy | reviewy company details

[ﬂ review company details

enterprise view company details

» help

» hewlett-packard COMmpany name example
contact information business unit

» review company details  ghone number (555)555-5555
» view all devices fax nurmber
» view all dE\."EE groups address 1234 5th Avenue
» view open incidents Suite B78
? ow Cosed inoidents | New Yark, Y 00125
time zone
country UNITED STATES
technical contact exarplegihp. corm
key B7ODECAA-ADDS-4CT A-ABAF-BECAFDAT4ET3-27

rvacy statement using this site means you accept its terms

([ motive smart

feedback to webrmaster

@ 2003 Hewlett-Packard Compary, & 2003 Mative Communications.

3. Update your company or contact information (see Figure 3-14).

Figure 3-14 Edit Company Details

» home | » scheduler | > enterprise view | > servers & status | »hpiools | » hp admin
» contact hp

hotme | enterprise viewy | edit company details

[ﬂ edit company details

enterprise wiew * Indicates Required Fields

» hewlett packard “company name Iexample

contact information *husiness unit |
» review company details
» view all devices
» view all device groups
» vigw open incidents
» view closed incidents *address
» view all users

*phane number |(555)555-5555

fax number I

[1234 5th Avenue

> help

- S

|Suite 673
[Wews ark |nv x| jootas example: 12345 or 123456789
*tirne zone |(GMT—DE 00) Eastern Standard Time (Americandianapolis)
*rountry |UNITED STATES j
technical contact Im
key E7ODECAA-ADDS-4CT A-ABAF-BECAFDATIETS

4. Click [ save] to save your changes.
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Figure 3-15

Figure 3-16

Changing the Default Administrator Password in the Enterprise
View

If you are unfamiliar with password management, please see “Understanding Password
Management” on page 19.

To change the default administrator account password with the Enterprise Service
Console, complete the following steps:

1. From the Ent er pri se Vi ew selectvi ew all users from the left navigation list.

2. Click the adm n account link in the nane column (see Figure 3-15).

View All Users

> home | » scheduler | » enterprise view | > servers & status | »hplools | » hp admin > help
» contact hp

home | erterprise view | view all users

(JF] view all users

invent
enterprise view Add New User
name email login name phone number actions
” contact mformation | A EASTBIE exarmple @hp com (6583555 5551
» review cormpany details @ srample? example @hp com  admin (585)055-6552 (PP
wviow o dovi goups | I st il co (555
» views open incidente gxarpled gxample@hp.com (656)555-5554

» view closed incidents Add Mew User
» view all users

rivacy staternent using this site means you accept its terms feedback to webmaster
@ motive smart @ 2003 Hewlett-Packard Company, @ 2003 Mative Communications

3. Click [ edi t] on the account detail s row (see Figure 3-16).

Review User Details

review user details

contact details =
full name Example 1

company name

title

phone 555-5555

cell phone

pager

email Examplel@hp.com

wiork hours 08:00 - 16:00 EST

global contact Yes

contact notes

notes

|
| Save Notes

account details m

login name example
authorization Motive
reles fear

role description

Support Manager  Unlimited support privileges
queues W
queue  description

Win85  Windows 93 Problems

support analyst details W
status available
studio audience Default Audience
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4. Enter and confirm the new password (see Figure 3-17).

Figure 3-17 Enter Password Information

»home | » scheduler | » enterprise view | servers & status | »hplools | 3 hp admin

» contact hp

home | enterprize view | viewy all users | edit scoourt password

[In edit account password

invent

enterprise view * Indicates Required Fields
account name admin

» hewlett-packard *pasgword ||

contact information
. . «
» review company details  Tconfirm |
» view all users _
> view all devices
» view all device groups
» viewr all incidents

5. Click [ updat e] .
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Managing Devices in the Enterprise View

If you are unfamiliar with device management, please see “Understanding Device
Management” on page 19.

To manage devices in the Enterprise View:

1. From the Enterprise View, select vi ew al | devi ces.

2. Click on the name of the device to edit on the vi ew al | devi ces page (see
Figure 3-18).

Figure 3-18 View All Devices

» home | » scheduler | > enterprise view | > servers & status | »hpiools | » hp admin > help
» contact hp

hotme | enterprise viewy | view all devices

ﬂﬂ view all devices

enterprise view .
P There are devices pending approval

» hewlett-packard . -

contact information device polling status totals
ERELERE U E R TR bolling not-polling marked -offline
» view all devices
» view all device groups
» view open incidents .
» view closed incidents devices

1 1] 1]

» view all users polling status device name open incidents support handle device type os ip address actions
available bagend 4 not_available Windows 2000 156.37.93 (FEETES
privacy statement using this site means you accept its termes feedback to webrnaster
@ motive smart @ 2003 Hewlett-Packard Company, © 2003 Motive Communications

From therevi ew devi ce detai |l s page, (see Figure 3-20), you can:
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e Edit Device Details:

a. Click[edit] inthe device detail s rowonthereview device details
page to edit device details.

b. Make your changes to the device details (see Figure 3-19).

Figure 3-19 Edit This Device—Device Details
edit this device

device details

name bagend

key BAGEND;37a2b8c5401 a7 efi000ecs540
company name o oa

device type ~None-- =] Add to this list

semvice type ~Mone— x| Add to this list
model type Intel Pentium | Add to this list
operating system ‘Windaws 2000 ~| Add to this list

location ~None-- =] Add to this list

dormain fo.hp.com

status available

time zone I(GMT—D? 00) Mountain Daylight Time (MST) j
support handle [rat_available

ip address 18.6.37.93

c. Click [update].

< Edit contacts:
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a. From the cont act s heading on the revi ew devi ce detail s page and
click[edit].

Figure 3-20Review Device Details

rgview device details

device details W
narne bagend

key BAGEMD; 37 a2bBc5401a7 ef6000ecs40

company name 0 oo

device type

service type

rodel type Intel Pentiurn

operating systern Windows 2000

lacation

darmain fo.hp.com

status available

time zone (GMT-07:00) Mountain Daylight Tirme (MST)

support handle not_available

ip address 1586.37.93

conhtacts W
name email

Kevin 0 nobody@hp. com
Kevin 0 nobody@hp. com
groups

group name number of devices

There are no groups that contain this device.

open incidents

opened incidentid wfm id queue problem area description

130 2004, 9:00 Incident 32 WinZ000 Mew_Installation MNew_[nstallation open
130 2004, 12:36 Incident 42 WinZ000 Mew_Installation MNew_Installation open
130 2004, 12:36 Incident 43 WinZ000 Entitlement_Check Entitlerment_Checlk open
130 2004, 12:36 Incident 49 WinZ000 TEST incident cpyHo2GenericTrap open

collected data
collection date map results attachments
There is no collected data for this device:

attached devices

device name primary service type status

There are no attached devices for this device

device notes
notes

|

Figure 3-21 Edit This Device—Contacts
edit this device

Selected Company: ]'

contacts
I~ examplel example@hp.com
@ example2 example @hp.com
[+ exampled example@hp.com
[~ exampled example@hp.com
Check Al | Clear All

|

b. Add or remove contacts for this device by selecting or unselecting each
contact’'s name (only marked contacts are associated with the device).

c. Click [ update].
< Add notes:
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a. Scroll to the bottom of the r evi ew devi ce det ai | s page and the devi ce
not es heading.

Figure 3-22 Review Device Details—Device Notes

device notes

notes =
| Save Notes

b. Enter the text for your device notes, and click [ Save Not es] to associate
your comments with the selected device.
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Figure 3-23

Managing Device Groups in the Enterprise View

If you are unfamiliar with device group management, please see “Understanding Device
Group Management” on page 20.

To manage device groups in the Enterprise Service Console, complete the following
steps:

1. From the enterprise view, select vi ew al | devi ce groups from the left navigation
list.

View All Device Groups
view all device groups

group name description # of devices actions
All Devices All devices belonging to a company 1

Unassigned Devices Al devices belonging to a company that aren't in any group 1
Add a Mew Group

From the vi ew al | devi ce groups page you can:

< Add a new device group

a. Select Add a New Groupontheview all device groups page.

b. Select the appropriate list of devices for monitoring from the sel ect group
devi ces page. Use the attributes on the left side of the page to specify
common features of your new device group.

Figure 3-24 Select Group Devices

hoime | enteroriss view | view sll device sroups | sslect group devices

select group devices

Operating Syster device name device - service type location company name
7 example

ALK 0 Selected Devices (Check All | Clear All

HFUX

Linux ;I

Serice Type

Device Type

B i

Contact

Example

Lacation

1

Select filtering criteria from the lists above

¢. Add devices to your new device group by checking the device name box for
the selected device.
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d. Click [ next] when you are finished subscribing devices to your new device
group.

The enter device group title screen (Figure 3-25) displays.

Figure 3-25 Enter Device Group Title

home | enterprise view | view all device groups | enter device group title

enter device group title

* Indicates Required Fields
Hitle I

*description =]

e. Enter thetitl e of your new device group and a brief descri pti on in the
text box.

f. Click [ fini sh] to save your new device group.

= Edit an existing device group

a. Select the device group name you want to edit from the vi ew al | devi ce
gr oups page.

Figure 3-26 Review This Group—Devices

home | erterprise view | view all device groups | revievy this group

review this group

identification
title test group

description new group

devices
device name support handle device type os ip address status
exarnple not_available Windows 2000 37.6.37.93  available

b. Select the devi ce name you want to edit.

¢. Change the identification and subscription list for the selected device group
by clicking edi t on either heading from the revi ew t hi s gr oup page.
Review step 3, Addi ng a New Devi ce G oup, for more detail about these
processes.

= Delete an existing device group
Click [ del et e] on the same line as the device group that you want to remove.

This process only deletes the devi ce group, the actual devices are still being
monitored on the SPOP by ISEE. However, if you have created scheduled
collections for this device group, the collections are no longer performed after the
group is deleted.
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Using the Scheduler

If you are unfamiliar with the ESC Scheduler, please see “Understanding the Scheduler”
on page 21.

To see which the information requested/collected during a system collection, perform the
following steps:

1. Select schedul er in the horizontal blue navigation bar of the Enterprise Service
Console.

2. From the left navigation panel, select the vi ew al | maps link (see Figure 3-27).

Figure 3-27 Scheduler Window
»home | » scheduler | » enterprise view | » servers & status | »hplooks > hp admin » help

3 contact hp

home | scheduler

[F] scheduler activity log

scheduler name completed date status

Mo Schedules available

» hewlett-packard
contact information
» scheduler activity log
» view all schedules [%
» add new schedule

@ viewy all maps

privacy statement using this site means you accept its terms

feedback to webmaster

3. Select a MAP in the vi ew al I maps window (see Figure 3-28).

Figure 3-28  View All MAPs Window

view all maps

name map type os platform

Additional HP-UX Comprehensive Information MAP HPLX

Comprehensive HP-UX Systerm Information WMAP HPLX

Linux Comprehensive Systermn Information MAP Linusx

Solaris Comprehensive System Information MAP Solaris

Windows Comprehensive System Information MAP Windows 2000
Windows 2003

WinGetConfiy Comprehensive System Information MAP Windows 2000

Windows 2003
Or, select a Map Repository:
o default

« SDC_production
e SOC test
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4. From therevi ew map detail window, (see Figure 3-29), click the show map
sour ce link.

Figure 3-29 Review MAP Detail Window

review map detail

identification

title Additional HP-UX Comprehensive Information MAP

description MNOTICE: This is an HP-UX comprehensive MAP- it runs the 5 other additional HP-LX
diagnostic MAPs. This MAP may take 15 or more minutes to complete.

os platform HPLX

actions

|' schedule this map»

map parameters

parameter default value notes

Enter a timeout multiplication factor 1 Enter a timeout multiplication factor
map source
Show tap Source

5. Review the MAP details in map sour ce section of the revi ew map det ai |
window, (see Figure 3-30).

Figure 3-30 MAP Source

map source
Hide Map Source

Aihdditional Comprehensiwve HP-UX System Information MAD

i
This HP-T¥ Comprehensiwve MAP runs all of the following MAPs in sequence:

Addl_SoftwareConfigurationInformation
Addl HPUXConfigurationInformation
Add]l HardwareConfigurationInformation
Addl WetworkInformation

Addl FileSystemInformation

MAP VERSION = "A.03.00"
i

To set or change the parameters of the system configuration collections use the
directions in the following section.

Scheduling Collections in the Enterprise Service Console
To schedule collections for your enterprise:

1. Select schedul er in the horizontal blue navigation bar.
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2. Select add new schedul e in the left navigation list.

Figure 3-31 Scheduler Activity Log

> home | » scheduler | » enterprise view | » servers & status | »hplocls | » hp admin » help
% contact hp

home | scheduler

(F] scheduler activity log

scheduler hame completed date status

» hewlett-packard Mo Schedules available

contact information
» scheduler activity log
» view all schedules
» add new schedule
» view all maps

3. Select the Map Reposi t ory you want to use. The default MAP repository is used for
Support Engineer MAP requests.

Figure 3-32 Select a MAP

» home | » scheduler | > enterprise view | > servers & status | »hpilools | » hp admin » help
» contact hp

home | scheduler | select & map

[jF] select a map

invent
scheduler name map type os platform
+ hewlettpackard & Additional HP-UX Comprehensive Information hAR HPU
contact information ¢ Comprehensive Systern Infarmation WAP HPLU
” SDhEdﬁ‘Q";cL“’iltY log ¢ Linux Comprehensive System Information MAP Linux
:‘Q;;u;ewsgcﬁe:jz ¢ Solaris Comprehensive System Information MAP Solaris
» view all maps € Windows Cornprehensive Systern Information AP Windowes NT

Cr, select a Map Repaository:

« default
4. Select the Motive Assistant Program (MAP) you want to schedule.
NOTE To enable Contract Compare assessments, choose both the Comprehensive System

Map and Additional Mission Critical Collectibles.

5. Click [ next].
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The set map par anet er s screen (Figure 3-33) displays.

Figure 3-33 Set MAP Parameters
» home | »» scheduler | > enterprise view = » servers & status | »hpiools | 2 hp admin » help
» contact hp

home | scheduler | set map parameters

(ﬁﬁ] set map parameters

scheduler parameter value default value notes
» hewlett.packard Enter a timeout multiplication factor [ 1 Enter a timeout multiplication factor
contact information ; [rm— —
» scheduler activity log

» view all schedules
» add new schedule
» view all maps

6. Set your map parameters.

The MAP parameters consist of a time-out multiplier.
7. Click [ next].

The sel ect a group screen (Figure 3-34) displays.

Figure 3-34 Select a Group
» cortact hp

hamne | scheduler | select 2 group

ﬂa select a group

invent

scheduler group name description num. of devices
» hewlett-packard ¢ All Devices All devices belonging to a company 10
informati ¢ mark's group description 1
» scheduler activity log ¢ Unassigned Devices Al devices belonging 1o a company that arent in any group ]
s view all schedules ; . :
» add new schedule

» view all maps

8. Select a device group to which this schedule will be assigned.

NOTE Make sure the selected MAP is compatible with the devices in the group you have
chosen.

9. Click [ next].
The sel ect schedul e paranet er s screen (Figure 3-35) displays.

10. Set your schedule parameters.

NOTE The first scheduled collection must run before a Contract Compare assessment can
be run. If your scheduled collection runs on a Monday at 10:00 PM, for instance, the
assessment cannot be run until the first collection is complete.

If a device does not complete a collection by the defined deadl i ne, an error is logged.
If a schedule does not complete by the defined t i me- out , pending collections are
cancelled and an error is logged for each collection running. To send collection data to
Hewlett-Packard, select the checkbox in the escal ati on section.
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NOTE

after <1> occurrences.

Figure 3-35 Select Sche

» scheduler

» home

3 cortact hip

D

invent

scheduler

» hewlett-packard
contact information

» scheduler activity log

» wiew all schedules

# add new schedule

» view all maps

dule Parameters

» enterprise view | 3» servers & status | »hplools | hp admin

home | scheduler | select s schedule

select schedule parameters

starting dateftime

If you want to run a test schedule, create a r un once schedule by selecting End

» help

Starts: [2-1-2003
recurrence

=l[1em [ [s0 ] mor

Once | Hourly | Daily | Wieakly | Monthly

& Every |1 day(s)

€ Every weekday

ends

® Nao End Date

© End after: |10 accurrences

deadline

|12D minutes

timeout

{60

escalation

minutes

¥ escalate incident

11. Click [ next].

12. Enteratitl e and adescri ption for your schedule.

Figure 3-36 Enter Schedule Title

» scheduler

» home

#» contact hp

D

invent

scheduler

» hewlettpackard
contact information

» scheduler activity log

» view all schedules

» add new schedule

= view all maps

» enferprise view | » servers & stalus | »hpiocls | > hp admin

home | scheduler | erter schedule title

enter schedule title

* Indicates Required Fields

» help

“*title |

*description

| «<previous W | cancel >

privacy statement
M motive smart

using this site means you accept its terms

feedback to webmaster

©1994-2002 Hewlett-Packard Company, © 2002 Mative Communications

13. Click [ i ni sh] .

46

Chapter 3



Using the Enterprise Service Console
Using the Scheduler

The vi ew al | schedul es screen (Figure 3-37) displays showing the schedule you
created.

Figure 3-37 View All Schedules

» home | » scheduler = » enterprise view | » servers & status = »hpicols | » hp admin » help

» contact hp

home | scheduler | view all schedules

[ﬁF] view all schedules

Sefiaddiz Added schedule LP Test 3

» hewlett-packard

contact information description CCUrrences
» scheduler activity log Hestrpion remaining

» view all schedules LP Test3 LP test 1 P DT
» add new schedule

» view all maps

actions

Viewing Scheduler Results
To view Scheduler results:
1. Select schedul er in the horizontal blue navigation bar.

2. Select the nane of the schedule you want to view.

Figure 3-38 Review Schedule Results Detail

»home | »scheduler | » enferprise view = > servers & status | »hplocls | > hp admin

» cortact p

home | scheduler | review scheule resuts detal

[F] review schedule results detail

scheduler schedule result
hewlett-packard schedule LP Test 3
» :
contact information status suceeedad

» scheduler activity log | 10" count o

o view 31l schedules start date Jun 25 2003, 5:00 PM

» add new schedule end date Jun 25 2003, 5:05 P

» view all maps device name map name completed date status telemetry attachments

valar Windows Comprehensive System Information MAP Jun 26 2003, 5:06 PM Succeeded Wiew Telemetry WVindows FSC_File Systern Confiquration 0 xml

Windows_GSI_System_Aftributes_1.zml
Windows_GEl_Kernel_Ci 2.xml
Windows_GSI|_System_Activity 3 xml
Windows_GSI_Systern_Cs A.xrml
Windows_HW_Hardware_Information_&_xml
Windows_HW_Resource | 6 sl
Windows_HW_Port_Information_7.xml
Windows_HW_Component G xml
Windows_HW_Printer_| 9.zl
Windows_SW_Software E it_10_xml
Windows_LYM_Logical_Volume_C: i
Windows_NET_Network | 12l
Windows_SEC_Security_Information_13 el
Windows_SCL_Bonot_Ci ion_14 xml

Windows_SCL_Cluster_Ci 15.xml
Windows_SCL_System_Logs_16 aml

3. Select an attachment to view by clicking on the corresponding link under the
attachment s heading in the revi ew schedul e results detail window
(Figure 3-38).
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A new Internet Explorer browser displays (Figure 3-39) showing the results of the
schedule run.

Figure 3-39 View Schedule Attachment

Windows GSI System_Attributes

Table of Contents

Command 1. properties bat -d:

Command Title: properties.bat -d:

Standard Out:

25125227-0503-0347-7547-BFEEFEFFO000

Standard Error:

Seript Log:

THIZ SCRIPT IS BEING RUM EBY %
EZECUTING C:%WINNT', TEMPYhpservicesy 393 properties.bhat -d
COMMAND C:%WINNTY, TEMPY hpservices\ 323\ properties.bat RETURMED O

Eeturn to the Top

4., Select Vi ew Tel enetry ntherevi ew schedul e results detail window
(Figure 3-38) to view the telemetry data.

Figure 3-40 Review This Telemetry

»home | » scheduler | » enterprise view | » servers & status | »hplocls | » hp admin

» help
» contact hp
home | enterprige view | vigw all incidents | review this ingident | review this telemetry
[B review this telemetry
invent
enterprise view map name severity map id collection date map uuid
Windows Mwt/Z0C_production'mapsMapContentAvindowsComprehensiveSystemlnfo.mzp  June 25, 2003 5:03:12 PM MDT  a3rBeh2335fudigocuks
» hewlett-packard I g
H " omprehensive
contact information
System
» review company details
» view all users IF{EITREEm
Map

» view all devices X
» view all device groups | Yiew raw telemetr,
» view all incidents

5. Select View raw tel emetry from therevi ew this tel enetry window
(Figure 3-40)to view the raw telemetry data.
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A new Internet Explorer browser window displays (Figure 3-41) showing the raw
telemetry data in an XML file format.

Raw Telemetry Data

-
<7xml version="1.0" encoding="UTF-8" 7>
- <SUBFRAME=
<xmlversions1.0</2mliversions
<metaframelD>=1077639003765@Content < /metaframell:
<subFramelD>17</subFramealD=
<Problemarea /=
<ProblemDescription /=
<MapName=Additional HP-UX Comprehensive Information MAP</Maphame:>
wseverity /=
<consumableld /=
<maplD= fwtfdefault/maps/MapContent f Addl_Comprehensivelnformation.mzp</maplD=
<collectionDate=February 24, 2004 11:36:20 AM ESTL/collectionDates
<MapUUID=15ulitfq4xrexkbbacrea</MapUUID:-
- «displayGroup TITLE="Map Results { default }'=
- <RunMap>
=MapFile=MapContent.commonFunctions</MapFile=
</RunMap=
- <Runiap>=
<MapFilexMapContent.configDbFunctions</MapFilex
</RunMap:
- <host>
<osxHPUX </ /05>
<machineMame=default.hp.com</machineMame=
=05_Release>11.23</05_Releases
<majorversion=11.23</majorversion
“minaryersion /=
<Machine=:default</Machine
zprocessorType=Itanium 40</processarTypes
<processorCount=4</processorCounts
<processorSpeed=0</processorSpeads
<processorSizes64</processorSizes =l

Altering a Scheduled Collection

= To suspend a scheduled collection:

1. Select schedul er in the horizontal blue navigation bar.
2. Click vi ew al | schedul es in the left navigation panel.

3. Find the name of the schedule you want to suspend, and click the [suspend]
button (see Figure 3-42).

Figure 3-42 Suspend Scheduled Collection

»home | > scheduler | » enterprise view | > servers & slafus | »hplooks | > hp admin

» contact hp

home | scheduler | view &l schedules

(ﬁﬂ] view all schedules

invent

scheduler Added schedule example

» hewlett-packard

contact information hame description occurrences remaining actions
» scheduler acthity log  example example  No End
Example suspend >
s view all schedules | suspe [ delere |

» add new schedule
» view all maps

4. Click OK when prompted to approve the schedule suspension.
= To resume a scheduled collection:
1. Select schedul er in the horizontal blue navigation bar.

2. Click vi ew al | schedul es in the left navigation panel.
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3. Find the nare of the schedule you want to resume, and click the [r esune] button
(see Figure 3-43).

Figure 3-43 Resume or Delete Scheduled Collection

> home | »» schedular | » enlerprise view | > sarvers & slatus | hpfools | »hp admin

» contact bp

home | scheduler | view =l schedules

(JF] view all schedules

scheduler

foan S it ccaronces remaiing s |

» hewlett-packard L SRR o B
contact information

s scheduler actiity lng

aview all schedules

» add new schedule

s view all maps

4. Click OK when prompted to approve the schedule suspension.
= To delete a schedule collection:

1. Select schedul er in the horizontal blue navigation bar.

2. Click vi ew al | schedul es in the left navigation panel.

3. Find the name of the schedule you want to delete, and click the [del et e] button
(see Figure 3-43).

4. Click OK when prompted to approve the schedule suspension.
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CAUTION

NOTE

Figure 3-44

Using Servers & Status

If you are unfamiliar with the Servers and Status utility, please see “Understanding the
Servers and Status Utility” on page 23.

Changing any other server management settings than those described in this section
may cause HP ISEE to fail.

Changing E-mail Notification for Failed Client Polling

To change your e-mail notification for monitored clients that are not communicating with
the SPOP, you must reconfigure your e-mail notification default value in the Enterprise
Service Console.

Your default value for e-mail notification is configured during the SPOP installation.

To reconfigure e-mail notification, complete the following steps:

1. Select servers & status.

2. Select[edit properties] forthelntegration Server (see Figure 3-44).

Servers and Status

»» scheduler » hp lools

> hp admin

» home » enlerprise view = » servers & slafus

3 contact hp

home | servers & status
servers & status

servers & status servers and server types

actions

['edit properties» [download log»

senver type
https:/EOWYN.fc.hp.com:8080

» hewlett-packard
contact information
» edit properties for all

i i

servers Analyst Senver "9,,;. properties»
» view the contact parser I s e
» view the incident IR EIBAE [ edit propertiess»

parser Front End Server
» view the telemetry [lsdit proper

parser Integration Server [ edit properties»
» view the hostdesice B e BERE p—

parser £l | edit properties>
» view the nonhostdevice

parser all servers

» view the router
» view all roles

» view all queues
» view all external groups %
» Server synchronization

» add a service provider

Edit Properties for All Servers

3. Click the property:
Adapt er Control | er. adapter. Pol | Emai | Notifier.customrecipients

You will be directed to the bottom of the page to enter a new value for the property.
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NOTE

Figure 3-45

Figure 3-46

If you cannot read the full property name, the mouse-over function will display the

complete property key.

Integration Server Properties

» hp admin

»home | » scheduler | » enferprise view | » servers & sialus | » hp lools
» contact hp
homme | servers & status | sdit proparties for integration servers
(B edit properties for integration servers
invent

servers & status

» hewlett-packard

Semers .@

» wiew the contact parser

» view the incident B! AdapterController adagter PollAdapter cl
parser

+ view the telemetry B AdapterController adapter PollAdzpter.cu
parser B! AdapterController adagter PollAdapter di

» wiew the hostdevice
parser E AdapterController adapter PollAdapter.lo
wiew the nonhostdevice

? H AdapterController adapter PollAdapter ma
parser

» wigw the router Bl AdapterController adapter PollAdapter ma

» wiew all roles

o view all queues B! AdapterController adapter PollAdapter po

» wiew all extemal groups ,@
» setver synchronization

AdapterContraller adapter PollAdapter ve

» add a semice provider | B AdanterController adaster PollEmailklotit

Select Server or Type: | Integration Server =

contact information Legend [ Server Bl Server Type B Glohal
» edit properties for all property value insert delete

com.hp.isee. adapter. PollAdapter
300

trug

3600

1
Chat_SE_to_SE_Sent
A03.50.50

com ho isee adanter notification email P

4. Enter the e-mail address(es) of the person(s) to notify if the client polling fails (see

Figure 3-46). Multiple e-mail addresses are separated by commas.

Changing the Down Polling Notification Value

Property Yalue

|AdapterContr0IIer.adapter.F’oIIEmaiIﬂ |examp|e@hp.com| |

5. Click Updat e.
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Changing your SMTP Mail Server

If you change your SMTP mail server after installing HP ISEE, you must reconfigure
SMTP server parameters in the Enterprise Service Console.

To change your SMTP mail server, complete the following steps:
1. Select servers & status.

2. Select[edit properties] forthelntegration Server (see Figure 3-47).

Servers and Status

» home | » scheduler

3 contact hp

A

invent

servers & status

» hewlett-packard
contact information

» edit properties for all
servers

» view the contact parser

» view the incident
parser

» view the telemetry
parser

» view the hostdesice
parser

» view the nonhostdevice
parser

» view the router

» view all roles

» view all queues

» view all external groups

» Server synchronization

» add a service provider

NOTE

» enlerprise view

hotme | servers & status

servers & status

servers and server types

» servers & status

senver type actions
https:/EOWYN.fc.hp.com:8080
Analyst Senver
Content Server
Front End Server
Integration Server
Management Server
all servers
Edit Properties for All Servers
s

3. Click the property:

Adapt er Control | er. adapt er. Pol | Emai | Noti fi er.custom mail Server

Using the Enterprise Service Console
Using Servers & Status

If you cannot read the full property name, the mouse-over function will display the
complete property key.
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You will be directed to the bottom of the page to enter a new value for the property.

Figure 3-48 Integration Server Properties

»home | »» scheduler | » enterprise view | »» sarvers & status | » hp lools | > hp admin » help)
» contact hp

home | servers & stalus | edit properties for inlegretion servers

(F] edit properties for integration servers

invent

servers & status Select Serer or Type: | Integration Server hi

» hewlett-packard

contact information Legend A Sewer,@ Server Type 2B Global
» edit properties for all property value insert delete

kil :Zuelrlfe contact parser ‘El' W
» wiew the im:mlssmFI ﬂ AdapterController. adapter. PollAdapter.cl...  com.hp.isee adapter. PollAdapter W
o SZ:;E:LE telemetry ﬂ AdapterController. adapter. PollAdapter.cu... 300 W
) 52;35":18 hostdeice B AdapterController.adapter PollAdapterdi.. true W
parser B AdapterControlleradanter Pollidapterlo... 4 W
* :]‘::’;E‘PE nonhostdeyics ﬂ AdapterController. adapter. PollAdapter.ma... 3600 W
» wiew the router B AdapterContraller adapter PallAdapter.ma... 1 W
: ::x :H ;ﬂzﬁes ﬂ AdapterController. adapter. PollAdapter.po... Chat_SE_to_SE_Sent W
: :sx;‘!g:zﬁ:'ﬂar:g;?iun’;ﬁ ﬂ AdapterController. adapter. PollAdapterve... A.03.50.50 W
» add a semice provider B AdanterContraller.adanter PallEmaillotif..  com. ho.isee. adanter.notification. ermail.P... [ delete» |

4. Enter the fully qualified hostname or IP addresses for the new SMTP server (see
Figure 3-49). Multiple e-mail addresses are separated by commas.

Figure 3-49 Changing the SMTP Server Value

Property Yalue

|AdapterContr0IIer.adap&er.F’oIIEmailﬂ |examp|e.mai|.ser\rer.com |

5. Click Updat e.
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Using Servers & Status

To discontinue notifications sent to your SMTP server, complete the following steps:

1. Select servers & st at us.

2. Select[edit properties] for the SPOP (see Figure 3-50).

Figure 3-50 Servers and Status

»home | » scheduler | » anterprise view | » servers & sialus | »hplacls | »hp.admin » help

3 contact hp

A

invent

servers & status

» hewlett-packard
contact information

» edit properties for all
servers

» view the contact parser

» view the incident
parser

» view the telemetry
parser

» view the hostdesice
parser

» view the nonhostdevice
parser

» view the router

» view all roles

» view all queues

» view all external groups

» Server synchronization

» add a service provider

NOTE

Figure 3-51

home | servers & status
servers & status

servers and server types

senver type actions

https://EOWYN.fc.hp.com:8080

Analyst Senver

Content Server

Frant End Server

Integration Senver

Management Server

all servers
Edit Properties for All Servers

3. Click the property:
Adapt er Control | er. adapter. Pol | Emai | Notifier.started

You will be directed to the bottom of the page to enter a new value for the property.

If you cannot read the full property name, the mouse-over function will display the
complete property key. Additionally, the property value will display either t r ue or

fal se.

Integration Server Properties

» home | » scheduler

» cantact hp

A

invent

servers & status

» hewlett-packard
contact information

» edit properties for all
EEVE

» wiew the contact parser

» wiew the incident
parser

» wiew the telemetry
parser

» wiew the hostdevice
parser

» wiew the nonhostdesice
parser

» wiewr the router

» wiew all roles

» wiew all queues

» wiew all extemal groups

» setver synchronization

» add a service provider

» enferprise view | » servers & stalus | » hplooks | » hp admin » help

hoime | servers & status | sdit proparties for server
edit properties for server

Select Server or Type: | EOWYN.fc.hp.com:8080

Legend A Server Bl Server Type [ Giobal
[ oo ]

E AdapterController. adapter. PollAdapter.cl...  com.hp.isee adapter. PollAdapter
[ AdapterContraller. adapter PollAdapter.cu... 300
B AdanterController. adanter PollAdapterdi.. true
Bl AdapterController. adapter PollAdapterfo... 4
B AdapterController. adanter. PollAdapter.ma... 3600
[ AdapterController. adapter Pollédapterma... 1
E AdapterController. adapter. PollAdapter.po... Chat_SE_to_SE_Sent
E AdapterController adapter. PollAdapter. st true
[ AdapterController adapter PollAdapterve... A.0350.50
Jﬂ AdapterController. adapter. PollEmailMotif..  com.hp.isee. adapter.notification. email. P...
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4. Set the value to f al se to disable SMTP notifications (see Figure 3-52).

Figure 3-52 Changing the SMTP Server Value

Property Yalue
|AdapterContr0IIer.adapter.F’oIIAdaptd |true |

-

5. Click [ Updat €] .
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Using HP Tools: Managing Content Versions

If you are unfamiliar with the content management, please see “Understanding Content
Version Management” on page 24.

Downloading New Content Bundles

To accept new software updates and stay synchronized with the HP Support Center,
complete the following steps from the Enterprise Service Console:

1. Select hp tool s.
The hp t ool s screen (Figure 3-53) displays.

Figure 3-53 HP Tools

» home | » scheduler = » enterprise view = » servers & status | » hplools | » hp admin » help

& contact hp
home | kg tools

[dﬂl hp tools

invent

hp tools Welcome to HP Tools

» service provider From here you can access tools associated with Hewlett-Packard Instant Support Enterprise Edition
contact information

» content version " . P
management Content Version Management MCPS Device Monitoring

* mgﬂi;:ﬁ:’;e Content Yersion Management MCPS Device Monitaring
Wanage SPOP content bundles for scheduled collections Configure device monitoring serices

and reactive maps

privacy staternent uszing this site means you accept its terms feedback to webmaste
@ motive smart @ 1934-2002 Hewlet-Packard Company, @ 2002 Motive Communications|

2. Select Cont ent Versi on Managenent .

The content versi on managenent screen (Figure 3-54) displays.

Figure 3-54 Content Version Management

»home | » scheduler | > enterprise view | » servers & status | »hplools | > hp admin

» contact hp

home | content version management

(F] content version management

invent

content version
management

» hewlett-packard
contact information
T

» review company details 52
» view all devices map repository version description

There is a new content bundle available for download
Click the link (HP_Caontent “Yersion 3. 50000011} to download the new content bundle

» view all “’EV'“dW“‘”FE default 3.50000010 Used for HP support enginzer MAP reguests
»view npen ineidents SDC_test Has not been pramoted. Used for validating scheduled data collections on test devices
» view closed incidents

SDC_production Has not been promoted. Used for data on davices

» view all users
+ view polling status
Below is a list of content bundles available on your SPOR

version date published  date sdc_test date sdc_production  action

3.50000010 02/11/04 14:08:25 Has not been promoted Has not been promoted Install on SDC_test, Install on SDC. i Delete bundle

If a new SPOP content bundle is available, you will see a notification on the cont ent
ver si on managenent page.
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3. Click the HP Cont ent Ver si on link to download the content bundle if the
notification is there.

Your content is current if no notification is present.
4. Click [ Yes] to download the executable to the SPOP, when prompted, then run it.

The content is pulled automatically by the monitored clients from the SPOP when
needed.

Managing Content Web Targets

If you are unfamiliar with the content management web targets, please see
“Understanding Content Version Management” on page 24.

To promote content to a web target, complete the following steps:

1. From the Enterprise Service Console select hp t ool s.

2. Select Cont ent Versi on Managenent (see Figure 3-55).

Figure 3-55 HP Tools

» home | » scheduler = » enterprise view = » servers & status | » hplools | » hp admin » help
& contact hp

home | kg tools

[JF] hp tools

invent
hp tools Welcome to HP Tools
» service provider From here you can access tools associated with Hewlett-Packard Instant Support Enterprise Edition.

contact information

» content version " " e
management Content Version Management MCPS Device Monitoring

» meps device

monitoring Content Yersion Management WMCPS Device honitoring
Manage SPOP content bundles for scheduled collections Configure device manitoring serices.
and reactive maps
privacy staternent using this site means you accept its terms feedback to webmaste
@ motive smart 1211994-2002 Hewlett-Packard Company, @ 2002 Mative Communications|

3. Choose a web target to promote/install the content (see Figure 3-56).

Figure 3-56 Content Version Management

»home | » scheduler | > enterprise view | » servers & status | »hplools | > hp admin

» contact hp

home | content version management

(F] content version management

invent

content version
There is a new content bundle available for download

management Click the link (HP Content Version 3.50000011) to download the new content bundle

» hewlett-packard

contact information
» review company details Below is a list of content bundles currently installed on your SPOP.

» view all devices map repository version description

» view all device groups default 3.50000010 Used for HP support enginzer MAP reguests
» view open incidents

. SDC_test Has not been pramoted. Used for validating scheduled data collections on test devices
» view closed incidents
3 viow all tsers SDC_production Has not been pramoted. Used for data on devices
+ view polling status
Below is a list of content bundles available on your SPOR
version date published date sdc_test date sdc_production  action
3.50000010 02/11/04 14:08:25 Has not been promoted Has not been promoted Install on SDC_test, Install on SDC. i Delete bundle
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4. Accept the prompt to download the content by clicking [ OK] (seeFigure 3-57). The
content version managenment window will reload (see Figure 3-56), and the
version number of the selected web target should reflect the change.

Figure 3-57 Content Version Management Continued

hotne | cortert version management

content version management

This will install HP Content “ersion 3.50000010 onto your SOC_test Environment. Please click OK to Accept or Cancel to Quit
ok| cancel
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Figure 3-58

Figure 3-59

Using HP Tools: Unreachable Device Notification

If you are unfamiliar with Unreachable Device Notification, please see “Understanding
Unreachable Device Notification” on page 24.

Accessing the Unreachable Device Notification Application
Access the Device Monitoring features by completing the following steps:

1. Click hp t ool s in the Enterprise Services Console window.

Unreachable Device Notification Access
» home | » scheduler | » enterprise view | > servers & status | »hplools | > hp admin » help
@ contact hp

home | enterprise view

ﬂﬂ] enterprise view

enterprise view . .
p There are devices pending approval

» hewlett-packard

contact information enterprise view content

» review company details

» view all devices The Enterprise Yiew enables Support Engineers and Administrators to manage and view contacts,
» view all device groups mative users, devices, device groups, and incident infarmation. Please make a selection from the left
» view open incidents to begin.

» view closed incidents

» view all users

2. Click Unr eachabl e Devi ce Notification.

Unreachable Device Notification
unreachable device monitoring
status for the 3 configured devices

enabled disabled unreachable reachable unknown

3 0 2 1 1}

the unreachable device menitoring service is currently enabled

W Disable the Unreachable Device Monitoring service

Manage the list of monitored devices

|configure ~ » Configure the U hable Device Monitoring service

m Tools to validate the health of the Unreachable Device Monitoring application

current device monitering status

@ = device is currently in a maintenance window

status last change device name description support id classification

reachable Tue, 13 Jan 2004 19:35 rmonalith build and test system MOROT Mission Critical
Metwark

& unreachable Tue, 13 Jan 2004 19:44 pepper Mission Critical

& unreachable Tue, 13 Jan 2004 19:44 splash SPL223 Mission Critical
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Figure 3-60
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Enabling the Device Unreachable Monitoring Service

The status bar at the top of the Unr eachabl e Devi ce Notifi cati on window indicates
the status of the Devi ce Unr eachabl e monitoring service. When disabled, no devices
are monitored. To enable or disable the service, click [ enabl e] or [ di sabl e] see
Figure 3-59, “Unreachable Device Notification.”

Managing Devices

By default all ISEE monitored Clients in your network are added to Unr eachabl e

Devi ce Notification with monitoring disabled. Using the Manage Devi ces option on
the Unr eachabl e Devi ce Notificati on page, you can enable or disable device
unreachable monitoring of both ISEE and non-ISEE devices. Additionally, you can add
or delete non-ISEE Client devices from the monitoring service and modify the
auto-enable device feature.

To access the Devi ce Managenent window:
1. Click Manage Devi ces from the Unr eachabl e Devi ce Notificati on window.

The nanage noni t ored devi ces screen (Figure 3-60) displays.

Manage Monitored Devices

»home | > scheduler | » enferprise view | 3 servers & stalus | > hplodks | 5 hp admin

a cortact hp

home | hp tools | device monitoring | manage moritored devicss

[P] manage monitored devices

hp tools This page allows you to add, remove, or disable devices

» service provider add a device

) g:::;ﬁ‘v'wm i Specify the network name of the device to be added for monitoring. The name may be in the form of a node name (with or withodt domain qualification) or an IP address string,
rmanagement

s unreachable device  Device name: ]
ranitoring Description (optional)

Support ID {optional)

Device Classification
Used for routing notifications to ¥ Mission Critical (default)
apprapriate HP suppfit teams. [~ Netwark
(select at least one)
Contacts (optional)
Select the contact(s) to be assaciated with this device
To rnanage this list of contacts, go ta the View All Users page

selected? email login name phone number
r 185t test@hp.com 5855-0000
Ol @ test test@hp.com 555-0000
r fest test@hp.com 565-0000
(] s est@hp. com 5550000

the auto-enable device feature is currently disabled
“When the Auto-enable Device feature is enabled, any new ISEE device that is automatically discowered will he enabled for monitoring by default

When disabled, new ISEE devices will still be added to the list of devices, but the device will not be enabled for monitoring by defaolt
the Auto-Enable Device feature

devices configured for menitoring

device name description support id classification enabled? actions

Mission Critical
Network
pepper Mission Critical yes

monolith build and test system

2. Enter the Devi ce nane, Descri pti on, and Support | Din the fields provided, select
the proper device classifications, and click [ add devi ce] to add a non-ISEE device.

NOTE

The device classification option automatically assigns incidents to the proper
support team. This distinction enables HP to support Mission Critical and Network
customers more quickly.

3. Select one or more contacts to be associated with this device.
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NOTE To manage contacts use the Enterprise Service Console. For more information, see
“Understanding Contact and User Management” on page 18.

4. Click [ enabl e] or [ di sabl e] next tot he Aut o- Enabl e Devi ce feat ure to enable
or disable the Aut o- Enabl e Devi ce feature.

When the Aut o- Enabl e Devi ce feat ure is enabled, any new ISEE device
discovered is automatically enabled for monitoring.

5. Click [ enabl €] or [ di sabl e] next to the non-ISEE device you want to enable or
disable.

6. Click [ del et e] next to the non-ISEE device you want to delete.
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Figure 3-61

Using the Enterprise Service Console
Using HP Tools: Unreachable Device Notification

Configuring Device Monitoring Features

The Unreachable Device Management features enable you to control the following tasks:

< “Managing Maintenance Windows” on page 64.

< “Managing the E-mail Notification Address List” on page 65.

= “Managing Global Default Settings” on page 66.

= “Managing Device Settings” on page 67.

To access these configuration settings, click [ confi gur e] in the Unr eachabl e Devi ce
Noti fi cati on window.

The unr eachabl e devi ce confi guration screen (Figure 3-61) displays.

Unreachable Device Configuration

» home | » scheduler

3 contact i

invent
hp tools
» service provider

contact information
» content version

» enferprise view | » servers & staius | »hplools | » hp admin

» help

home | hip tools | device monitoring | unreschable configurstion
unreachable device configuration

The Unreachable Device Manitoring (UDN) application monitors network devices, and produces natifications when those devices become unreachable andior reachable
This page allows you ta configure the settings UDN utilizes for performing the monitoring semice

maintenance windows

3 unreachable device
monitaring

The maintenance periads available for use by the monitored devices are:

Daily  00:00 to D001 (defaul)
Weekly Sun 00:05 to Sun 00:07  (default) k
Daily 11:00 ta 11:01

[ manage list »

email netification address list
The email addresses available for use by the monitored devices for device unreachable / reachable notifications are

default@hp.com  (default)

global default settings

The follawing settings are default parameters available for use by each monitored device. Each of these parameters can be overridden by an indwidual device in the Device
Settings sectian belo

parameter Caret description
value
Create Incident yes Defines whether an ISEE incident should be created to notify the HP Support Center when the status of a device changes.
Matify Ermail yes Defines whether an email should be sent to the configured recipients when the status of a device changes.
Create Reachable Notifications yes Defines whether a notification should be created when devices become reachable, in addition to the unreachable notifications
Palling Freguency 1min.  The frequency the UDN semwvice should poll a device to determine its state
Failure Threshald 2polls  The number of cansecutive polls for the device to be unreachable hefore an ur is created
Reachable Threshald 2 polls  The number of consecutive polls for the device to be reachable before a reachable notification is created.
SNMP Community — The SNMP community name used in polling SNMP-capable devices
Name
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Figure 3-62

Figure 3-63

Managing Maintenance Windows

You can view, edit, and create maintenance windows through the devi ce unreachabl e
confi gurati on window.

1. Click [ manage | i st] in the mai nt enance w ndows section of the devi ce
unr eachabl e confi gurati on window.

The manage mai nt enance w ndows screen (Figure 3-62) displays.

Manage Maintenance Windows

»home | »»scheduler | » enferprise view | » servers & siafus | »hplools | » hp admin

» help
5 contact hp
home | b tools | device montoring | figuration | maintenance windows
(P] manage maintenance windows
invent
hp tools This page allows you to manage the list of maintenance windows that are available for monitored devices to use
» service provider A maintenance window defines a period of time during which a device is not manitored
contact information
» contert version currently defined maintenance windows
management T . .
s ireacrobie device | R begin time end time default? actions

monitoring Daily 0000 00,01 yes [odin | detere |
Weekly Sun 00:05 Sun 00:07 yes [[ecit>» [ detere |
Daily 11:00 1:01 no [[ecit>» [ detore» |

add maintenance window >

privacy statement
@ motive smart

I
using this site means you eﬁicegt its terms feedback to webmastel

©2003 Hewlett Packard Company, @ 2003 Motive Communications

2. Click [ edi t] next to an existing maintenance window to change its settings, or click
[ del et e] to remove it.

3. Click [ add nai nt enance wi ndow] to access the add nai nt enance w ndow.

The add mai nt enance w ndowscreen (Figure 3-63) displays.

Add Maintenance Window

»home | » scheduler | s enterprise view | > servers & status | »hplools | > hp admin

» help
» cortact hp
home | b tools | tevice manitoring | i ration | maintenance wintows | adld maintenance window
[ﬁ] add maintenance window
invent
hp tools This page allows you to add a new maintenance window to the list of maintenance windows available for Unreachable Device Monitoring.

» service provider
contact information Type:
» content version © Weekly maintenance window

fnanagerent From. Sun =g |00 =] [00 >

» unreachable device
manitoring To: Sun j' a qu' 0o j'

I Apply this maintenance window to all gxisting devices

& Daily maintenance window

[T hake this & default maintenance window, applying to each new device

rivacy statement using this site means you accept its terms

feedback to webmaster

@ motive smart @ 2003 Hewlett-Packard Comparry, 2003 Metive Communications.

4. Set your preferred configuration information and click [ add nai nt enance wi ndow|
again.
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Managing the E-mail Notification Address List

You can manage addresses for e-mail notification through the devi ce unreachabl e
confi gurati on window.

To edit or add an e-mail address:

1. Click [ manage | i st] in the e-mail notification address list section of the devi ce
unr eachabl e confi gurati on window (Figure 3-64).

The manage notification email addresses screen (Figure 3-64) displays.

Figure 3-64 Manage Notification E-Mail Addresses

» home | > scheduler | > enferprise view | » servers & status | »hpiools | > hp admin

» cortact hp

home | b tools | device monitoring | unreachaile configurstion | email

(a manage notification email addresses

invent

hp tools This page allows you to manage the list of email addresses that are available for Unreachable Device Monitoring notifications
» service provider currently defined email addresses
contact information el T — .
» content version email address default? actions
ranagenent testi@hp.com yes W
» hable device S
monitoring ‘Md amail »
privacy statement using this site means you accept its terms feedback to webmaster
@ motive smart @ 2003 Hewlett-Packard Company, @ 2003 Motive Communications.

2. Click [ edi t] next to an e-mail address to update it, or click [ del et e] to remove it.
3. Click [add e-mai | ] to access the add enai| address window.

The add emai | addr ess screen (Figure 3-65) displays.

Figure 3-65 Add E-Mail Address

»home | » schaduler | » enferprise view | » servers & stafus | »hplools | > hp odmin » help
» cortact hp
home | b tools | device monitoring | firation | emeil | sdd emsil
D |
(P add email address
invent
hp tools This page allows you to add a new email address 1o the list of email addr available for | Device Monitoring

» service provider

contact information Email address ”

» content version ™ Apply this email address to all existing devices
management
e denice I™ Maks this a default email address, applying to each new device
monitaring - —
privacy statement using this site means you accept its terms feedback to webmaster
@ motive smart © 2003 Hewlett-Packard Company, @ 2003 Motive Communications

4. Enter the updated e-mail information and click [ add e-mai | ] again.
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Figure 3-66

Figure 3-67

Managing Global Default Settings

You can manage the global default settings for your monitored devices through the

devi ce unreachabl e confi gurati on window.

To edit all of the global default settings:

1.Click[edit settings] inthe gl obal default settings section of the devi ce

unr eachabl e confi gurati on window.

The gl obal default settings section (Figure 3-66) of the screen displays.

Global Default Settings Section

global default settings

The following settings are defaull parameters available for use by each monitored device. Each of these parameters can be overridden by an individual device in the Device
Seftings section below

current

parameter y description
value
Create Incident yes Defines whether an ISEE incident should be created to notify the HP Support Center when the status of a device changes
Motify Email yes Defineg whether an email should be sent to the configurad recipients when the status of a device changes.
Create Reachable Motifications  yes Defines whether a notification should be created when devices become reachable, in addition to the unreachable notifications.
Polling Frequency 1 min.  The frequency the UDM service should poll a device to determine its state
Failure Threshold 2 polls  The number of consecutive polls for the device to be unreachable before an unreachable notification is created
Reachable Threshold 2 polls  The number of consecutive polls for the device to be reachable before a reachable notification is created.
SNMP Community == The SNMP community name used in palling SNMP-capable devices
Mame

=B g

2.Click[edit settings].

The nodi fy gl obal default settings screen (Figure 3-67) displays.

Modify Global Default Settings Windows

home: | b tools | device monitoring | c | et glcbsl defaut settings

maodify global default settings

This page allows you ta madify the global default settings listed below. Each device will use these default values only if the values have not been overridden by the individual
device settings.

parameter value description

Create Incident yas ¥ Defines whether an ISEE incident should be created to notify the HP Support Center when the status of a device
changes

Natify Email yes v Defings whether an email should be sent to the configured recipients when the status of a device changes

Create Reachable yes = Defines whether a notification should be created when devices become reachable, in addition to the unreachable

Notifications notifications.

Polling Frequency T =] min The frequency the UDN senice should poll a device to determine its state

Failure Threshaold 2 = palls The number of consecutive polls for the device to be befare an is created

Reachable Threshald 2 =] polls The number of consecutive polls for the device to be reachable before a reachable notification is created.

SMMP Community e The SNWP community name uged in polling SMMP-capable devices

Name

@

3. Edit the appropriate global default settings and click [ save] to return to the devi ce

unr eachabl e confi gurati on window.
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Figure 3-68
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Managing Device Settings

You can manage individual monitored device settings through the device settings section
of the devi ce unreachabl e confi gurati on window. This lets you customize the device
unreachable service if one of your systems requires special configuration settings.

1. Click [ enabl e] or [ di sabl e] next to the device you want to enable or disable.

2. Click [ edi t] next to the device you want to edit.

Modify Device Settings Section

device settings
For each monitored device, you can:

« View the current monitor settings
« Edit the monitaring parameters (select the Edit button)
« Enable or disable the monitoring of a device (select the Disable/Enable button)

device name

description enabled? | settings

support id

Chapter 3

monaolith yes Customized Settings Email Addresses
- Polling Fraguency 10 min. Email Address @hp.com [default)
build and test B ]
Maintenance YWindows
system N
- Daily 00:00 to 00:01 (default)
MONOT Diaily 11:00 to 11:01
pepper yes Customized Settings Ermail Addresses %
-- none st - Email Address @@hp.com [defz
Maintenance YWindows
Daily 00:00 to 00:01 (defe
YWeekly Sun 00:05 to Sun 00:07 (defe
splash yes Custorized Settings Email Addresses
i -- hone set - Email Address @hp.com (defe
system Maintenance YWindows
SPL223 Daily 00:00 to 00:01 (defe
YWeekly Sun 00:05 to Sun 00:07 (defe
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3. Modify the appropriate settings, and click [ save] to return to the devi ce

unr eachabl e confi gurati on window.

Figure 3-69 Modify Device Settings Window

("] g
F modify device settings: test system
invent
hp tools This page allows you to modify the device ssttings listed below:
» service provider : - e —
e tion | Device description (optiona)  [buld and test system
» cantent version Support ID (optional) oNOT
management . o
» unreachable device Device Classification
Fronitoring Used for routing notifications to [# Mission Critical (default)
appropriate HP support teams. [ Netwark
(select 3t least one)
Contacts {optional)
Select the contactis) to be associated with this device.
To manage this list of contacts, go to the View All Users page
v test test@hp.com 5550000
@ dest test@hp.com 5550000
r fest test@hp.com 555-0000
r test test@hp.com 5550000
monitoring parameters
Note: ff defaul is chosen for a parameter, the global default setting will be used for this device
parameter value
Create Incident [defautt =] yes  Defines whether an ISEE incident should be created to notify the HP Support Canter when the status of a
device changes.
Notify Email [detautt =] yes  Defines whether an email should be sent to the configured recipients when the status of a device changes
Create Reachable [detaut =] yes  Defines whether a notfication should be created when devices become reachable, in addition to the
Notifications unreachable notifications.
Palling Frequency [0 =l mn 1 min. The frequency the UDN service should pell a device to determine its state.
Failure Threshold [deraut =] polis Zpolls  The number of consecutive polls for the device to be unreachable befare an unrsachable notification is
Reachable Threshold [defeutt =] polls 2palls The number of consecutive polls for the device to be reachable before a reachable notification is created,  —
SNIMP Community # default = The SNMP comrmunity name used in polling SNMP-capable devices.
Name @
maintenance window subscription
apply? type  hegintime end time defaul? notes
& Daily 0000 0001 yes A maintenance window defines a period of time during which a device is not monitored.
[~ Weekly Sun0005  Sun0007  ves  gejeqt the checkboxes by the maintenance windows you want to apply to this system. B
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Using Software Management

This chapter describes the processes that are used to secure the SPOP against viruses
and ensure that it is up to date with the latest relevant security patches. The Software
Management application is the tool that accomplishes these tasks.

Chapter 4

69



Using Software Management
Anti-Virus Protection on the SPOP

IMPORTANT

WARNING

Anti-Virus Protection on the SPOP

Updates are mandatory and are automatically downloaded and installed on the SPOP
during a regularly occurring polling interval. You must subscribe to the update to make
it active on the SPOP.

You will be notified of updates as they become available. When a Symantec Anti Virus
update is available, complete the section “Updating Symantec Anti Virus Definitions” to
update the SPOP.

Virus Protection Process

Virus definition updates are automatically downloaded once every two weeks to all
SPOPs that have established connectivity to the Regional Data Centers. ISEE Support
Services may distribute emergency patches if an urgent security issue is identified by
HP Corporate IT.

Every SPOP running software at A.03.00 or higher is installed with Symantec
Anti-Virus software (SAV). Every two weeks, the ISEE Support Services team releases
SAV definition file updates. These updates occur every other Monday. If a scheduled
update falls on a US holiday, the update is published on the next business day.
Emergency updates will be released on the next business day after a notification has
been received from HP Corporate IT.

The virus protection process is as follows:

= Definition files are collected from Symantec.

= Addistribution package is created and tested within HP.

= Email notification is sent to each of the Current customer SPOP contacts

= Updates are automatically downloaded and installed via Spirian, unless Spirian has
been configured to require manual intervention.

Symantec LiveUpdate Options

A.03.00 and A.03.50 SPOP: Users who require virus updates more often than ISEE
sends out an update, you may enable a direct connection from Symantec Anti-Virus on
the SPOP to Symantec for auto updates. You must have direct internet connectivity to
the Symantec web site. Go to

http://ftp. symant ec. conl public/ english_us_cancada/l i veupdat e/ updat es/
| uset up. exe

to download a free version of the LiveUpdate Software. Normally this utility would be
included with SAV, but it has been removed from the SPOP.

Symantec Anti-Virus is the only supported anti-virus software on the SPOP.
Installing other anti-virus software on the SPOP will move it to an
unsupported state.
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Automatic downloads through Spirian continue unless you manually disable them. SAV

will not install an earlier definition file over a later one: your virus definition file can not
go backwards.

A.03.90 SPOP: Users automatically receive Symantec LiveUpdate with the SPOP
configuration or upgrade.

NOTE For more information about configuring schedules with Symantec LiveUpdate, see
“Enabling and Scheduling Symantec LiveUpdate” on page 73.

Updating Symantec Anti Virus Definitions

If your SPOP is configured for manual intervention, when you receive a notification of
updated content, you must complete the following steps:

1. Open an Internet Explorer browser to:
htt p: // <spop_host name>: 7717/ consol e
Where <spop_host name> is the fully qualified hostname or IP address of the SPOP.

2. Log on as administrator with the password you set for the SPOP.

NOTE You may use any account with administrator privileges that has been configured on
this SPOP.
Figure 4-1 Logging into the Software Management Tool

You are not logged into the Instant Support Enterprise Edition Console.
Please login.

UE (TETTEE Enter your credentials
Please enter your credentials in the fields on the left to

authenticate against you NT-based security database,

Domai localhost Failure to provide the correct information will cause this
screen to reload.
Login |
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Figure 4-2

Figure 4-3

3. Click Manage Sof tware Subscri pti ons on the left side of the screen (see
Figure 4-2).

SPOP Server Details

Logout | Help =]

SPOP | Activity Logs | Replication Summary  Devices

FRAMCE : 5POP

Details for SPOP Server

+ Configure SPOP

options Connectivity Information 0S and Hardware Information
e SetAgent Polling Name: SPOP Operating System:  Windows 2000 Service
Interval Description: SPOP Server Pack 4 (5.0.2195]
= Reset Agent Hard Disk: 19.28 GB of 24.51 GB
o Show Components Agent Status: Waiting until 03:48 P on free
o MERERE SoED 201172004 Memory: 511 MB
Subscgri B~ Poll Interval: eveny & minutes [inherited) Processor: Single {386 Family &,
P IP Address: 36.6.36.114 wodel 11, Stepping 1
Agent Yersion: ¥3.1.0.9
Script Engine: Jscript 5

Currently Subscribed Software Suites

Suite Name Yersion Description Actions
MortonAntivirus ¥1-15-0 1.15.0 Virus Definitions Repair

Detailed Inventory Data

Software Inventory: 11 items

=

4. Click [ subscri be] to add the Symantec Anti Virus version update (see Figure 4-3).

Selecting Software to Install

SPOP | Activity Logs = Devices = Replication Summary

FRANCE : SPOF @ Device Subscriptions

Subscription Details for FRANCE SPOP Server

» Back to Details
Software Suites Currently Subscribed

Suite Name Version Description Type Status  Actions
Mortonantivirus w1-15-0  1.15.0  Wirus Definitions Unmanaged Installed | Unsubscribe View

Software Suites Available for Subscription

Suite Name Yersion Description Type Status Actions
Hortonantivirus v1-16-0 1.16.0  Wirus Definitions Unrmanaged Mot Installed | Subscribe View

5. Use the browser's [ Ref r esh] button to monitor the progress.

6. View the Manage Software Subscriptions window to verify that the updated version
of Symantec Anti Virus is displayed under Sof tware Suites Currently

Subscri bed.

You can also view the logs for Symantec Anti Virus updates by clicking the [ Vi ew]

button on the Currently Subscri bed entry for the software suite.
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Troubleshooting

Confirming a correct Spirian installation On the SPOP console, log in to
http://<l ocal host >: 7717/ consol e. Use “administrator” for the user name and the
SPOP password for the password. If the login screen displays, Spirian is operating
correctly.

Confirming a Download of Anti-Virus Definitions On the SPOP, go to Start >
Programs > Symantec Anti-Virus Corporate Edition > Symantec Anti-Virus Corporate
Edition. Compare the date of the virus definition file on the screen with the date of the
latest file that was distributed (in your email notification)

Enabling and Scheduling Symantec LiveUpdate

You may optionally enable LiveUpdate and schedule regular antivirus updates.
Symantec LiveUpdate is installed in a disabled state. If the customer chooses to leave
LiveUpdate inactive, antivirus updates can still be made using the software
management application. See the SPOP Users Guide for more information about Norton
antivirus updates using the software management application.

To enable Symantec LiveUpdate, the customers network administrator must configure
an opening to be used for communication from the SPOP to Symantec. Consult your HP
Account Team for more information. Once the opening is established, complete the
following steps:

1. Open Internet Explorer
2. Select Tool s > Internet Options
3. Click the Connect i ons tab

Internet Options Connections Tab
Internet Options [ 7] x]

General | Secuy | Privacy | Content | Connections | Programs | Advanced |

To set up an Intemet connection, click
Setup.

1~ Dialup and Virtual Private Netwark settings ———————————————

1-UUNet Global Add.
2-Partners
P Nan [ Fenore_|

Choose Seftings if you need ta canfigure & prosy Settings
server for @ connection
) Never dial a connection

© Dial whenever a netwark connection is nat present
© Alwaps dial my default connection

Curent defaul;  Mone Sat Datault

- Lacal Area Network (L&M) settings —————————————————————
LAN Settings do ot apply to dialup connections. | LAN Setlings...
Choose Seftings abave for diskup settings.

oK Cancel apply
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SPOP

Click the Lan Setti ngs button

Figure 4-5 LAN Settings Window

Local Area Network [LAN) Settings [ 7] x]

use
O
O

[ ALtomatic confi
Automatic configuration may overrids manual ssttings. To ensurs the

of manual settings, disable automatic configuration.
Automatically detect settings

Use automatic configuration script

Address

=l

[ Proxy server

Use a prozy server For your LAN (These settings wil not: apply to
dial-up or YPN connections).

Address: Port: Advanced...

I Bypass proxy server for local addresses

NOTE

NOTE

. Inthe Proxy Server panel check the Use a proxy server box

These settings will not apply to dial-up or VPN connections.

. Enter the information provided by the customer’s network administrator in the
Addr ess and Por t fields.

If the SPOP is behind a firewall (in the DMZ), the network administrator must also
open the corresponding port in the firewall to enable access to Symantec for
LiveUpdate.

. Check the Bypass proxy server for |ocal address option.

. Click the OK button on the Local Area Network (LAN) Settings window.

9. Click the OK button on the | nt er net Opti ons window.

10.
11.

NOTE

12.

Close Internet Explorer.

Open the Symantec AntiVirus application.

This can be done from the task bar or the start menu.

Click Fi | e and select Li veUpdat e.
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13. Click Start when prompted to start LiveUpdate.

Figure 4-6

Start LiveUpdate

Options

Welcome to LiveUpdate Express

Livellpdate Status

The fallowing Symantec products and components are installed on ;I
your computer.

> &Y Engine 5.0 Definitions

» Avenge 1.5 MicroDefs2 Corp

» Livellpdate

-]

Livellpdate will zearch for updates to vour installed products and
components,

Click Start to begin Livelpdate:

Lancel |

9 symantec.

14. Click Close when LiveUpdate is finished.

15. Click File and select Schedule Updates.

Using Software Management
Anti-Virus Protection on the SPOP

16. In the Automatic Updates panel check the Enable scheduled automatic updates box.

Figure 4-7

Automatic Update:

Set up the schedule for automatic virus definition updates

Schedule LiveUpdate

Schedule Yirus Definition Updates

Cancel |

[+ Enable scheduled automatic updates

Update viruz definitions every day within 180 Schedule. . |

minutes of 12:00 P

NOTE

17. Click OK.

Click the Schedule button to optionally customize the schedule.
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Security Patching Process

ISEE contains the most current relevant security patches in each SPOP release image.
New security patches are made available on an as-needed basis after testing within HP.
When ISEE Support Services is notified of a new security threat, the patch is evaluated
for applicability to the SPOP and tested.

Apply pertinent security patches to the SPOP, based on SPOP patch notifications. The
notifications indicate that a specific patch does not adversely affect the SPOP
functionality, and that the specific patch is supported. These security patches are not
automatically distributed to the SPOPs. Your HP account team member must obtain and
apply the pertinent security patches.
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Controlling Automatic Downloads with the Software
Management Application

Software updates are automatically downloaded to the SPOP to expedite the
subscription process, however the software is not updated until you subscribe to it. These
download updates occur when the SPOP polls the HP software management server and
finds new software available.

Disabling automatic downloads is Highly Discouraged if you are relying on the software
management application (Spirian) for Symantec AntiVirus (SAV) updates. If you do
disable automatic updates, you will also disable automatic SAV updates, and all further
SAV updates will require manual application. However, if you have enabled Symantec
LiveUpdate, you may safely disable automatic downloads. See “Symantec LiveUpdate
Options” on page 70 for more information about Symantec LiveUpdate.

If you do not want the software to download updates automatically, complete the
following steps:

1. Open an Internet Explorer browser to:
ht t p: / / <spop_host nane>: 7717/ consol e
Where <spop_host narre> is the fully qualified hostname or IP address of the SPOP.

2. Log on as administrator with the password you set for the SPOP.

NOTE You may use any account with administrator privileges that has been configured on
this SPOP.
Figure 4-8 Logging into the Software Management Tool

You are not logged into the Instant Support Enterprise Edition Console.
Please login.

User name: |administratar Enter your credentials
Please enter your credentials in the fields on the left to
authenticate against you NT-based security database,

Domai localhost Failure to provide the correct information will cause this
screen to reload.
Login |
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Figure 4-9

Figure 4-10

3. Click Conf i gure SPCP pti ons on the left side of the screen (see Figure 4-9).

SPOP Server Details

Logout | Help ||
SPOP | Activity Logs | Replication Summary  Devices

FRAMCE : 5POP

Details for SPOP Server

+ Configure SPOP

options Connectivity Information 0S and Hardware Information
e SetAgent Polling Name: SPOP Operating System:  Windows 2000 Service
Interval Description: SPOP Server Pack 4 (5.0.2195]
= Reset Agent Hard Disk: 19.28 GB of 24.51 GB
o Show Components Agent Status: Waiting until 03:48 P on free
o MERERE SoED 201172004 Memory: 511 MB
Subscgri B~ Poll Interval: eveny & minutes [inherited) Processor: Single {386 Family &,
P IP Address: 36.6.36.114 wodel 11, Stepping 1
Agent Yersion: ¥3.1.0.9
Script Engine: Jscript 5

Currently Subscribed Software Suites

Suite Name Yersion Description Actions
MortonAntivirus ¥1-15-0 1.15.0 Virus Definitions Repair

Detailed Inventory Data

Software Inventory: 11 items

=
4. Uncheck the box to Aut omati cal | y downl oad all avail able source filesto
disable automatic downloading (see Figure 4-10). Simply recheck this box if you
want to enable automatic downloading in the future.

Configure ISEE Server

Logout | Help
SPOP | Activity Logs | Dewices = Replication Summary
SPOP : Configuration
Configure ISEE Server
Automatically download all available source files {does not install them)
Do not automatically install d ¥ security upd -
Data Replication Interval I— Iﬁ'
(requires Server restart) 1 minutes
Global Agent Polling Interval |5 Iminutes 'l
Save ||Cance
/ SMF Premise Server Console

g—_ﬁ,sp'ir"ian
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Glossary
A-C

Advanced Configuration One of two HP
ISEE supported customer configurations.
Much of HP ISEE information and data
transport is managed through the Support
Point of Presence (SPOP).

D

Demilitarized Zone (DMZ) A DMZ is the
area between an internal network and the
Internet.

E-G

Enterprise Service Console Resides on
the Management Server and the SPOP
(available only in the Advanced
Configuration), provides a consolidated view
of your enterprise components, and enables
you to perform some management tasks.

External Gateway Used for
communication from the SPOP through the
external firewall to the HP Support Center.

H-L

HP Support Center HP Support Center is
a general term that refers to any of the
regional support centers that provide
customer support.

HP Support Engineer HP Support
Engineer is a general term that refers to any
engineer providing support to a customer
through the HP ISEE application, telephone,
or in person onsite.

M-Q

Motive Application Program (MAP)
Predefined scripts designed to gather basic
system information and to diagnose
hardware and software problems on your HP
ISEE monitored Clients. MAPs are used for
incident creation, diagnostics, and telemetry
collection.

Monitored Client A monitored Client is
any server covered by your HP Support
Contract that has HP ISEE installed on it.

R

Resource Portal The Resource Portal is
access through the Insight application on the
SPOP and provides information about HP
ISEE MAPs.

S

Secure Shell In the Advanced
Configuration, Secure Shell can be used by
authorized HP Support Analysts to access
customer’s monitored Clients from the
SPOP.

Standard Configuration is one of two HP
ISEE supported customer configurations.
The Standard Configuration is targeted at
customers with HP-UX, Linux, and Windows
servers, and storage devices attached to
supported hosts.

Support Point of Presence (SPOP) is the
ProLiant systems owned and deployed by
HP to the Advanced Configuration customer
site for centralized management of the
customer enterprise.

Glossary
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Telemetry

T-Z

Telemetry Telemetry refers to the event
data of results of a diagnostic MAP (script)

that is executed when an incident is created.

80

Glossary



A
AntiVirus definitions 70

C

Client Polling failures 23
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Contract Compare Assessments 11, 44

D
device classification option 61
device group
add 40
delete 41
device name 17
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E

e-mail notification
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Enterprise Service Console (ESC) 16
Enterprise View 17

I

incident ID 17

incident management 28
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supported products 13

|SEE
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User Privileges 18

M
MAP 21
Available MAPs 21
Definition 79
Source for New 24
View All MAPs 42
Microsoft Internet Explorer 5.0+ 16, 26
Mission Critical and Network customers 61

Monitored Clients
Advanced Configuration 11
Standard Configuration 11

P
Password 19
management 34

S
Schedule
testing 46
Scheduled Collection 11, 20
Deadline 45
Enable 21
Escalation 45
First Run 12
Time-out 45
SMTP server 23
Software Updates
subscribe 77
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Users 18

T
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